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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
FC device, pursuant to Part 15 of FCC Rules. These limits are designed to provide reasonable

protection against harmful interference in a residential installation. This equipment
generates, uses, and can radiate radio frequency energy and, if not installed and used in accordance
with the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by turning the equipment
off and on, the user is encouraged to try to correct the interference by one or more of the following
measures:

1. Reorient or relocate the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution

To assure continued compliance, use only shielded interface cables when connecting to computer or
peripheral devices. Any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions:

(1) This device may not cause harmful interference

(2) This device must accept any interference received, including interference that may cause undesired
operation.



Federal Communication Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In
order to avoid the possibility of exceeding the FCC radio frequency exposure limits, human proximity
to the antenna shall not be less than 20 cm (8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication
terminal Equipment and the mutual recognition of their conformity (R&TTE). The R&TTE Directive
repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal Equipment and
Satellite Earth Station Equipment) as of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it.
However, special attention must be paid to the dangers of electric shock and static electricity when
working with electrical equipment. All guidelines of this and of the computer manufacture must
therefore be allowed at all times to ensure the safe use of the equipment.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the EU
directive 1999/5/EC) without any limitation except for the countries mentioned below:

Country Restriction

Reasons/remarks

Bulgaria None

General authorization required for outdoor use and

public service

OQutdoor use; limited to 10
France mW e.i.r.p. within the band
2454-2483.5 MHz

Military Radiolocation use. Refarming of the 2.4 GHz
band has been ongoing in recent years to allow current

relaxed regulation. Full implementation planned 2012

If used outside of own premises, general authorization is

Italy None )

required

General authorization required for network and service
Luxembourg None

supply (not for spectrum)

This subsection does not apply for the geographical area
Norway Implemented

within a radius of 20 km from the centre of Ny-Alesund
Russian None Only for indoor applications
Federation

Note: Please don’t use the product outdoors in France.

WEEE regulation

To avoid the potential effects on the environment and human health as a result of the
presence of hazardous substances in electrical and electronic equipment, end users of
electrical and electronic equipment should understand the meaning of the crossed-out
wheeled bin symbol. Do not dispose of WEEE as unsorted municipal waste and have to

collect such WEEE separately.
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Chapter 1. Product Introduction

1.1 Package Contents

Thank you for choosing PLANET WNAP-C3220A. Before installing the AP, please verify the contents inside the

package box.

Thank you for choosing PLANET WNAP-C3220A. Before installing the AP, please

verify the contents inside the package box.

WNAP-C3220A Quick Guide Power Adapter

FRF I ENEES
Ethernet Cable Mounting Kit
x4 x4

If there is any item missing or damaged, please contact the seller immediately.
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1.2 Product Description

PLANET WNAP-C3220A, a 300Mbps 802.11n Wireless Range Extender, offers multiple operation modes
and complies with 802.3af Power over Ethernet standard. Particularly, it supports AP Controller features that
can increase wireless coverage and can easily be centrally managed within a network. Sleek styling housing
and ceiling-mountable design makes the WNAP-C3220A blend unobtrusively into any ceiling or wall for various
environments. This unique product also creates a secure, cost-effective and highly scalable wireless LAN

infrastructure. It is ideal for enterprises, hotels, hospitals and home users to extend wireless network coverage.

Ease of Deployment with PLANET AP Controller
To simplify the wireless deployment, the WNAP-C3220A supports AP controller, which can be switched to the

“managed AP” mode and thus can be centrally managed by PLANET Wireless AP Controller. It will certainly
benefit the system integrators when the scale of the wireless network gets bigger. With visible LED lighting, the
administrator can quickly pinpoint the localization of each ceiling-mount AP. Furthermore, the user-friendly,
graphical configuration setup wizard and PLANET Smart Discovery tool can make the WNAP-C3220A

convenient to be managed and configured remotely in a small business wireless network.
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Centralized Wireless LAN Managemesiis
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Comprehensive Wireless Operation Mode

The WNAP-C3220A supports multiple types of wireless connectivity such as AP (Multi-SSIDs), Client,
Repeater/Universal Repeater, WDS Point-to-Point (PtP) and WDS Point-to-Multipoint (PtMP), allowing

users to comprehensively experience various applications. It also helps users to easily build wireless network

Managed
Wireless AP

":h-.__ I E——i

= PLANET AP Controller

and extend the wireless range of the existing wireless network.

AP (Multi-SSID) Mode

e — i Clients
i — ,{/.
| =
L 7 ssio-2 (i
) apMage  WNAP-CIZ20A Clients
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e
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Universal Wireless Range Extender

To extend the coverage and eliminate the dead spot of wireless network in every place, the WNAP-C3220A
supports not only WDS bridging, but also Universal Repeater mode which can solve the incompatibility between

brands and provides a high-speed, wide coverage. The built-in intelligent antennas offer 360 degrees of

coverage with excellent performance.

Client Mode
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Wireless AP/Router WNAI;:ER!M mera
T Client Mode
WODS Bridge-PtMP Mode
Switch  Clients
G:&«ﬁ 3 Switch = {-,;,! — _
) Bridge PtMP Mode ap Swich  Cients
Universal Repeater Mode
WNAP-C3220A
Internet X .
= 2N,

£ W £
Ap e Cliants
'Snlwrt Phone
_)Universal Repeater Mode

(([4_ 2A4GHz WDS/Repeater Link (([[[: 24GHz AP/Client Link



@ PLANET

Networking & Communication User Manual of WNAP-C3220A

Intermet

" (.*.
wnnncazzo/ \?EQ
95_-""'“" g ¢ —_— J

= l:\E/'l | :+'  DSLRouter -
l/ KU J)) '\E

WNAP-C3220A

Wi-Fi Phone
5\\

= -
i

;. s
] 1”
| >
v g VEASE-TX UTP
" P - 4 .
: " D 100BASE TX UTF with Pok
g
o Y o
8 g

(o 24GHZ BOZ.11n

Advanced, Secure Wireless Connection

In aspect of security, besides 64-/128-bit WEP encryption, the WNAP-C3220A integrates WPA/WPA2,
WPA-PSK/WPA2-PSK and 802.1x authority to secure and protect your wireless LAN. To simplify security
settings for home and SOHO network, the WNAP-C3220A supports Wi-Fi Protected Setup (WPS). By just
pressing the WPS button or keying in the PIN code, the secure connection between the WNAP-C3220A and
wireless clients will be built immediately even the user has never experienced to create a secure wireless
network. In addition, the WNAP-C3220A provides the wireless MAC filtering and SSID broadcast control to

consolidate the wireless network security and prevent unauthorized wireless connection.

Elegant, Unique & Ceiling-mountable Design

Featuring an attractive flying saucer appearance and ceiling-mountable design, the WNAP-C3220A can be
firmly absorbed on the ceiling or the wall, which makes the client-side installation easy and convenient. Its
streamlined body without protruding antennas gives effects of embellishment on the surroundings and also

provides greater wireless coverage.

Ceiling-mount Design Suitable for Any Room - wnap-cs2204
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Flexible Deployment with PoE Feature
Compliant with IEEE 802.3af Power over Ethernet standard, the WNAP-C3220A can be powered and networked

by a single UTP cable. It thus reduces the needs of extra cables and dedicated electrical outlets on the wall,
ceiling or any other place which is difficult to reach. The wireless AP deployment becomes more flexible and

worry-free from the power outlet locations.

FoE Injector

WNAP-C3220A + m

N oo

Switch

WNAP-C3220A + m PoE Switch

& 2 e
oWer

‘Lm m}

— i 1MBASE-TX UTP with Pol

——i——— Power Line {(AC)
(({(L @ 24CHz BOZ.11n
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1.3 Product Features

>

>

>

ireless Standard Compliance|

Compliant with IEEE 802.11n wireless technology with data rate of up to 300Mbps
Backward compatible with 802.11b/g standard
Supports IEEE 802.3af standard-based PoE or local AC power

Secure Network Connection

Advanced security: 64-/128-bit WEP, WPA/WPA2 and WPA-PSK/WPA2-PSK (TKIP/AES
encryption), 802.1x

Supports wireless MAC address filtering control to limit the connected wireless clients

Comprehensive Wireless Advanced Features

Multiple operation modes including AP (Multi-SSIDs), Client, Repeater/Universal Repeater, WDS
Point-to-Point (PtP) and WDS Point-to-Multipoint (PtMP)

Up to 5 multiple-SSIDs to allow users to access different networks through a single AP

Supports WMM (Wi-Fi Multimedia) and wireless QoS to enhance the efficiency of multimedia
application

Supports IAPP (Inter Access Point Protocol) wireless roaming to enable clients to roam across
multiple APs

Provides 5-level Transmitting Power Control to adapt various environments

Wireless schedule allows administrators to enforce time-based internet access

Self-healing (Schedule Reboot) mechanism for reliable connection

Easy Deployment & Centralized Managemen

Supports AP controller to enable administrator to configure and monitor multiple APs
simultaneously

Flexible deployment with standard 802.3af PoE/PD supported

Sleek, ceiling-mountable design and position LED help to locate multiple APs with ease
Step-by-step configuration with intelligent setup wizard and graphical Web-based Ul

Supports SNMP-based management interface

System status monitoring including associated client list and system log
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1.4 Product Specifications

WNAP-C3220A
Product . . .
300Mbps 802.11n Wireless Ceiling-mount Access Point
Hardware Specifications
PoE 802.3af PoE PD, PD Class 3
Wireless IEEE 802.11b/g/n

Interface LAN: 1x 10/100BASE-TX, auto-MDI/MDIX, 802.3af PoE compliant
Antenna Built-in 2T2R, 3dbi antenna

LED Power/position LED (Allowing LED to turn off via software control)
Button Reset button (Press over 5 seconds to reset the device to factory default)
Material Plastic

Dimensions (® x H) 144 x 33 mm

Weight 128 +5¢g

802.3af/at PoE, 48-56V DC input, 0.35A (max.)
5V DC input, 1A (max.)
Power Consumption = 4.5W (max.)

Power Requirements

Mounting Ceiling mount, wall mount
~ Wireless Interface Specifications

Standard IEEE 802.11b/g/n 2.4GHz

Antenna Structure 802.11n: 2T2R MIMO
Transmission/emission type: DSSS/OFDM

Modulation Data modulation type: OFDM: BPSK, QPSK, 16-QAM, 64-QAM, DBPSK,
DQPSK, CCK

Frequency Range America -- FCC: 2.412~2.462GHz

Europe -- ETSI: 2.412~2.472GHz

America -- FCC: 1~11
Europe -- ETSI: 1~13
Channel Width 802.11n: 20/40MHz

802.11n (HT40): 270/243/216/162/108/81/54/27Mbps
135/121.5/108/81/54/40.5/27/13.5Mbps (dynamic)

Data Transmission 802.11n (HT20): 130/117/104/78/52/39/26/13Mbps

Rates 65/58.5/52/39/26/19.5/13/6.5Mbps (dynamic)

802.11g: 54/48/36/24/18/12/9/6Mbps (dynamic)

802.11b: 11/5.5/2/1Mbps (dynamic)

802.11n: up to 70m

802.11g: up to 30m

Operating Channels

Transmission

Distance . . . .
The estimated transmission distance is based on the theory.

The actual distance will vary in different environments.

802.11n: 17 £ 2dBm

Max. RF Power 802.11g: 17 £ 2dBm

802.11b: 18 £ 2dBm

IEEE 802.11b: -92dBm @ 1Mbps; -85dBm @ 11Mbps, PER < 8%

Receiver Sensitivity IEEE 802.11g: -88dBm @ 6Mbps; -73dBm @ 54Mbps, PER <10%
IEEE 802.11n: -90dBm @ MCSS8; -70dBm @ MCS15, PER <10%
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IEEE 802.11b: 1/2/5.5/11Mbps

Data Rate
IEEE 802.11g: 6/9/12/18/24/36/48/54Mbps
IEEE 802.11n: 300Mbps in 40MHz mode/150Mbps in 20MHz mode
TX Power Provides 5-level Tx Power Control (100%, 70%, 50%, 35%, 15%)
Software Features
Standalone AP
ion M
Operation Mode Managed AP
AP (Multiple-SSIDs)
Client
Repeater (WDS+AP)

Wirel M
ireless Mode Universal Repeater (AP+Client)

WDS PtP Bridge

WDS PtMP Bridge

WEP (64-/128-bit) encryption security
WPA/WPA2 (TKIP/AES)
WPA-PSK/WPA2-PSK (TKIP/AES)

802.1x RADIUS authentication

Wireless MAC address filtering (up to 20 entries)
Wireless Security Supports WPS (Wi-Fi Protected Setup)

SSID broadcast and hide

Supports WMM (Wi-Fi Multimedia) for better data transmission of video or

Wireless Encryption

on-line demand

Supports wireless schedule
Multiple SSIDs: up to 5

Wireless Isolation: Enables it to isolate each connected wireless client of a

Wireless Advanced

BSSID from communicating with each other

IAPP (Inter Access Point Protocol): 802.11f wireless roaming

Provides wireless statistics, max. associated station number
Wired: 253

Max. Clients 2.4GHz Wireless: 32
Built-in DHCP server supporting static IP address distribution
Supports static IP and dynamic IP

LAN

Supports UPnP

Supports 802.1d Spanning Tree

Web-based (HTTP) management interface

Supports SNTP synchronization

Easy firmware upgrade via HTTP/TFTP (through AP controller)
System Management Easily locate deployed APs through the LED control

Supports scheduled reboot

Supports Smart Discovery Utility

Supports WAPC series of AP controllers for central management
Max. WDS Peers 4

IEEE 802.11n (2T2R, up to 300Mbps)

IEEE 802.11g

IEEE 802.11b

IEEE 802.11i

IEEE 802.3 10BASE-T

IEEE 802.3u 100BASE-TX

IEEE Standards

8-
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IEEE 802.3x flow control

Other Protocols and | ~q)n/cA, CSMA/CD, TCPIIP, DHCP, ICMP, SNTP
Standards

Environment & Certification

Operating: -10 ~ 50 degrees C

Temperature
Storage: -40 ~ 70 degrees C
. Operating: 10 ~ 90% (non-condensing)
Humidity
Storage: 5 ~ 90% (non-condensing)
Regulatory CE, RoHS, WEEE
Compliance
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Chapter 2. Hardware Installation

2.1 Product Outlook

B Dimensions: 144 x 33 mm (® x H)

2.1.1 Panel Layout

The front and rear panels provide a simple interface monitoring the AP.

[ | Front Panel

Power LED

Figure 2-1 WNAP-C3220A Power LED

[ Rear Panel

1 x 10/100Mbps PoE LAN Port Power Connector 5V DC Input

Reset Button

Figure 2-2 WNAP-C3220A Rear Panel

-10-
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2.1.2 Hardware Description

LED Definition
STATUS FUNCTION
Green On Device power on
PWR Green Flash Detect and identify the LED (controlled by S/W)
Green Off Device power off (controlled by S/W)

Button definition

Description

Press the Reset button for over 5 seconds and then release it to restore system

Reset
to the factory default settings.

H/W Interface definition
Object Description

PoE Port 10/100bps RJ45 port, auto MDI/ MDI-X
(802.3af/at PoE) Connect PoE port to the IEEE 802.3af/at PoE switch to power on the device.

Power Connector | Connect this port to the 5V DC power adapter to power on the device.

11-
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Chapter 3.Connecting to the AP

3.1 System Requirements

[ Broadband Internet Access Service (Cable/xDSL/Ethernet connection)
m  One IEEE 802.3af/at POE switch (supply power to the WNAP-C3220A)
[ PCs with a working Ethernet adapter and an Ethernet cable with RJ45 connectors

u PCs running Windows XP, Windows Vista, Win 7, Win8, Win10, MAC OS 9 or later, Linux, UNIX or
other platforms compatible with TCP/IP protocols

%"‘]} 1. The AP in the following instructions refers to PLANET WNAP-C3220A.
2. Itis recommended to use Internet Explore 8.0 or above to access the AP.

3.2 Installing the AP

Before installing the AP, make sure your PoE switch is connected to the Internet through the broadband service
successfully at this moment. If there is any problem, please contact your local ISP. After that, please install the

AP according to the following steps. Don't forget to pull out the power plug and keep your hands dry.

3.2.1 Installing the AP - WNAP-C3220A

Step 1. Attach the bracket to the wall or ceiling, and mark each point in the bracket for the screws. Remove the
bracket to drill the points and insert the plastic wall-mounts. Use screws to lock the bracket by a screw
driver.

Figure 3-1 WNAP-C3220A Installation Diagram 1

-12-
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Step 2. Plug the RJ45 Ethernet cable and power adapter in the WNAP-C3220A. If the WNAP-C3220A is
connected to an 802.3at PoE switch, you don’t have to plug in the power adapter.

Figure 3-2 WNAP-C3220A Installation Diagram 2

Step 3. Attach the WNAP-C3220A to the mounting bracket to finish the installation.

Figure 3-3 WNAP-C3220A Installation Diagram 3

1.) ONLY use the power adapter supplied with the WNAP-C3220A. Otherwise,
the product may be damaged.

2.) For the power supply of the WNAP-C3220A, you could use either IEEE
802.3af/at PSE device or 5VDC adapter. Please do not use the 5V adapter
and PSE device at the same time or else it may damage the
WNAP-C3220A itself.

13-
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Chapter 4. Quick Installation Guide

This chapter will show you how to configure the basic functions of your AP within minutes.

@gj]] A computer with wired Ethernet connection to the Wireless AP is required for the first-time
—

Fe configuration.

4.1 Manual Network Setup -- TCP/IP Configuration
The default IP address of the WNAP-C3220A is 192.168.1.253. And the default Subnet Mask is 255.255.255.0.

These values can be changed as you want. In this guide, we use all the default values for description.

Connect the WNAP-C3220A with your PC by an Ethernet cable plugging in LAN port on one side and in LAN
port of PC on the other side. Please power on the WNAP-C3220A by PoE switch through the PoE port.

In the following sections, we’ll introduce how to install and configure the TCP/IP correctly in Windows 7. And the
procedures in other operating systems are similar. First, make sure your Ethernet Adapter is working, and refer

to the Ethernet adapter manual if needed.

4.1.1 Configuring the IP Address Manually
Summary:
m  Set up the TCP/IP Protocol for your PC.

B Configure the network parameters. The IP address is 192.168.1.xxx (If the default IP address of the
WNAP-C3220A is 192.168.1.253, and the DSL router is 192.168.1.254, the "xxx" can be configured to
any number from 1 to 252.) and subnet mask is 255.255.255.0.

1 Select Use the following IP address, and then configure the IP address of the PC.

2 For example, as the default IP address of the WNAP-C3220A is 192.168.1.253 and the DSL router is
192.168.1.254, you may choose from 192.168.1.1 to 192.168.1.252.

-14-
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Internet Protocol Version 4 (T CF‘;’IP_"_U:'IE F'mEr_ties mq

General |

You can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask yvour network administrator
for the appropriate IP settings.

(71 Obtain an IP address automatically
i@ Use the following IP address:

IF address: 192,168 , 1 ., 100
Subnet mask: 255 .255.255 . 0
Default aateway:

Obtain DNS server address automatically

(@) Use the following DNS server addresses:

Preferred DNS server:

Alternate DMS server:

[ oK ][ Cance ]

Figure 4-1 TCP/IP Setting

Now click OK to save your settings.

Now, you can run the ping command in the command prompt to verify the network connection between your

PC and the AP. The following example is in Windows 7 OS. Please follow the steps below:

1.  Click on Start > Run.

2. Type “emd” in the Search box.

-15-
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Programs (1)

&N crd

Histery

 See more results

| Shut down | |

Figure 4-2 Windows Start Menu

3. Open a command prompt, type ping 192.168.1.253 and then press Enter.

+  If the result displayed is similar to Figure 4-3, it means the connection between your PC and the AP

has been established well.

EX Administrator: C\Windows\system32\emd exe u@éj

Microzoft Windows [Uersion 6.1.76011
Copyright <(c)> 2009 Microsoft Corporation. All rights reserved.

C:>>ping 192.168.1.253
Pinging 192 _168_1.25%3 with 32 bytes of data:
RHeply from 192 _168.1_.25%3: bytesz=32 time=17ms

Reply from 192 _168.1_.25%3: bytesz=32 time=18ms
Reply from 122.168.1.253: bytes=32 time=18ms

Reply from 1922.168.1.253: bytes=32 time=18ms

Ping statistics for 192.168.1.253:

Packets: Sent = 4, Received = 4, Lost = B (Bx loss),
Approximate round trip times in milli—seconds:

Minimum = 17mz,. Maximum = 18ms. Average

Figure 4-3 Successful Result of Ping Command

. If the result displayed is similar to Figure 4-4, it means the connection between your PC and the AP
has failed.

-16-



@ PLANET

Networking & Communication User Manual of WNAP-C3220A

BN Administrator: CAWindows\system32\cmd.exe u&léj

Microsoft Windows [Uersion 6.1.76811
Copyright (c? 2887 Microsoft Corporation. All rights reserved.

C:“Documents and Settings“userrping 192_.168.1.253

NPinging 192_.168.1.253 with 32 hytes of data:

Destination host unreachable.
Destination host unreachable.
Destination host unreachahble.
Desztination host unreachahble.

Ping statistics for 192.168.1.253:
Packets: Sent = 4, Received = B, Lost = 4 {188x loss>.

C:“\Documents and Settingsuser >

Figure 4-4 Failed Result of Ping Command

If the address is 0.0.0.0, check your adapter installation, security settings, and the settings on your AP. Some

firewall software programs may block a DHCP request on newly installed adapters.

-17-
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4.2 Starting Setup in the Web Ul

It is easy to configure and manage the AP with the web browser.

Step 1. To access the configuration utility, open a web-browser and enter the default IP address
http://192.168.1.253 in the web address field of the browser.

) hitp://192168.1.253/

C 192168.1.253
File Edit View Favorites Tools Help

Figure 4-5 Login by Default IP Address

After a moment, a login window will appear. Enter admin for the User Name and Password, both in lower case

letters. Then click OK or press the Enter key.

Windows Security ﬁ

The server 192,168 1.253 is asking for your user name and password. The
server reports that it is from WMNAP-C32204,

Warning: Your user name and password will be sent using basic
authentication on a connection that isn't secure,

| admin |

["] Remember my credentials

| ok || Cance

Figure 4-6 Login Window

Default IP Address: 192.168.1.253
Default User Name: admin

Default Password: admin

If the above screen does not pop up, it may mean that your web browser has been set to a
proxy. Go to Tools menu> Internet Options> Connections> LAN Settings on the screen that
appears, uncheck Using Proxy and click OK to finish it.

-18-
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Chapter 5. Configuring the AP

This chapter delivers a detailed presentation of AP’s functionalities and features 7 main items below, allowing
you to manage the AP with ease.

> Operation Mode > Operation Mode

> Setup Wizard > TCP I IP Settings

> WLAN
> TCP I IP Settings

> Management

> Management

> Logout

* Reboot

> Logout
* Reboot

Standalone AP Mode Managed AP Mode

Figure 5-1 Main Menu

During operation, if you are not clear about a certain feature, you can refer to the “Help” section at the right side
of the screen to read all the related helpful information.

5.1 Operation Mode

The Operation Mode section guides you to configuring the WNAP-C3220A to Standalone AP or Managed AP.
When switching the operation mode to Managed AP, the administrator will be able to manage the AP by
PLANET Wireless AP Controller. To configure the managed AP by PLANET Wireless AP Controller, please refer
to the WAPC-1232HP/WAPC-2864HP AP Management user’'s manual.

-10-
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o

Operation Mode

» Operation Mode

> Setup Wizard AP Operation mode configuration is used to configure the managed AP administrative mode.
> WLAN
» TCP I IP Settings ) Standalone AP !n hiode Standalone AP, the AE acts as an individual AP
in the network, and you manage it by using the
Administrator Web User Interface (U}, or SNMP. Managed A
(O] Managed AP In Mode Managed AP, the AP is part of the PLANET

Wyireless AP controller System, and you manage it by
using the WAPC Wireless Switch.

[J AP Controller IP Address DDDD

Note: After you configure the settings on the AP Operation Mode page, you
must click Apply button to apply the changes and to save the settings.
Changing some settings might cause the AP to stop and restart
system processes. If this happens, wireless clients will temporarily
lose connectivity. WWe recommend that you change AP settings when
WYLAM traffic is low.

Figure 5-2 Operation Mode

The page includes the following fields:

Object ‘ Description

In Standalone AP, the AP acts as an individual AP in the network, and you
Standalone AP . . o

manage it by using the Administrator Web User Interface (Ul), or SNMP.

In Managed AP, the AP is part of the PLANET Wireless AP controller System, and
Managed AP . ) .

you manage it by using the WAPC Wireless AP controller.

Check this option and enter the IP address of the AP controller that user
AP Controller IP Address specifies. The default “0.0.0.0” means any AP controller existed in the local

network can control this AP.
Apply Change Click “Apply Change” to save and apply the settings.
Reset Click “Reset” to erase all settings.

After you configure the settings on the AP Operation Mode page, you must click Apply
to apply the changes and to save the settings. Changing some settings might cause the
AP to stop and restart system processes. If this happens, wireless clients will
temporarily lose connectivity. We recommend that you change AP settings when WLAN
traffic is low.

Please back up the configuration settings before switching from the Standalone AP
mode to the Managed AP mode.

All the configurations will be erased and at the same time, the system will return to the
factory default settings once it is reverted to the Standalone AP mode.

-20-
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5.2 Setup Wizard

The Setup Wizard will guide the user to configuring the WNAP-C3220A easily and quickly. Select Setup Wizard
on the left side of the screen and by clicking on Next on the Setup Wizard screen shown below, you will then

name your WNAP-C3220A and set up its security.

Setup Wizard
» Operation Mode
» Setup Wizard
* WLAN
> TCP I IP Settings The Wizard will guide you the through following steps. Begin by clicking on Next.

b ]
Management 1. Setup LAN Interface

> Logout
* Reboot

2. Choosge your Time Zone

3. YWireless Security Setting

Figure 5-3 Setup Wizard

Step 1: LAN Interface Setup
Default IP: 152,168 1 253

e -_— SR,
s \/ PoE Switch

Figure 5-4 LAN Interface Setup Topology

LAN Interface Setup

IP Address: 192.168.1.253 |
Subnet Mask: 255.256.265.0 |
Default Gateway: |1E|2.1EB.1.254 |

[ Cancel H =«Back ” Mext=x

Figure 5-5 Wizard — LAN Interface Setup
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The page includes the following fields:

Object Description
IP Address Displays the current IP address of the AP. (Default = 192.168.1.253)
Subnet Mask Displays LAN mask of the AP. (Default = 255.255.255.0)
Default Gateway IP address of the associated router. (Default = 192.168.1.254)

Step 2: Time Zone Setting

Intemet /
E MTP Chent

MTP Server

Figure 5-6 Time Zone Setup Topology

Time Zone Setting

Enable NTP client update
] Automatically Adjust Davlight Saving

;i‘;;}_ﬂne (GMT-08:00)Pacific Time (US & Canada); Tijuana w
NTP server : 192.5.41.209 - Morth America +
Cancel ” <=Back ” Mext==

Figure 5-7 Wizard — Time Zone Setup

The page includes the following fields:

Object ’ Description

Enable NTP Client Update Check this box to connect NTP Server and synchronize internet time.
Automatically Adjust Check this box and system will adjust the daylight saving
Daylight Saving automatically.

Time Zone Select Select the Time Zone from the drop-down menu.
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NTP Server Select the NTP Server from the drop-down menu.
Enable NTP Client Update Check this box to connect NTP Server and synchronize internet time.

Step 5: Wireless Basic Settings

Wireless Basic Settings

Band: 2.4 GHz (B+G+HN) ¥
Mode: AP w

aal:; PLAMET _dda3
Channel Width: 40MHz  +
ControlSideband: Upper

Channel Mumber: 11

Cancel H <<Back H Mext>=

Figure 5-8 Wizard — Wireless Basic Settings

The page includes the following fields:

Object Description

Supports 802.11b, 802.11g, 802.11n and mixed mode. Please choose its

Band . :
band according to your clients.
Mode Supports AP, Client, WDS and AP+WDS mode.
SSID Service Set |dentifier identifies your wireless network.

. Select 40MHz if you use 802.11n, otherwise, 20MHz is for the 802.11b/g
Channel Width

mode.
Control Sideband It is only valid when you choose a 40MHz channel width.
Channel Number Indicates the channel setting for the AP.

Step 6: Wireless Security Settings

Secure your wireless network by turning on the WPA or WEP security feature on the router. For this section, you
can set WEP and WPA-PSK security mode.
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Wireless Security Setup

Encryption: | Mone b

Cancel H <<Back H Finishied

Figure 5-9 Wizard — Wireless Security Setup

B Encryption: WEP

The following picture shows how to set the WEP security.

Wireless Security Setup

Encryption: | WEP "

Key Length: Bd-hit v

Key Format: Hex (10 characters)
KE}-‘ Setting: o ok o o ok ok ok

[ Cancel H <<Rack H Finished

Figure 5-10 Wireless Security Setup — WEP Setting

The page includes the following fields:

Object Description

Key Length WEP supports 64-bit or 128-bit security key.
Key Format User can enter key in ASCII or Hex format.
Key Setting Enter the key whose format is limited by the key format, ASCII or Hex.

B Encryption: WPA-PSK

The following picture shows how to set WPA-PSK security. You can select WPA (TKIP), WPA2 (AES) and

Mixed mode.

Wireless Security Setup

Encryption: [WPAZAES) |+

Pre-Shared Key Farmat: Passphrase b

Pre-Shared Key:

Cancel H <-<Back H Finizhed

Figure 5-11 Wireless Security Setup — WPA Setting
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The page includes the following fields:

Object Description

Pre-shared Key Format Specify the format of the key, pass phrase or hex.

Pre-shared Key Enter the key whose format is limited by the key format.

Click Finished making your wireless configuration effective and finishing the Setup Wizard.

After rebooting, please check whether you can access the Internet or not on the “Status” page.
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5.3 TCPI/IP Settings

This page is used to configure the parameters for local area network which connects to the LAN port of your AP.
Here you may change the setting for IP address, subnet mask, DHCP, etc.

5.3.1 LAN Settings

On the LAN Settings page, you can configure the IP parameters of the LAN on the screen as shown below.

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to the LAN port
of your Access Point. Here you may change the setting for IP addresss, subnet mask, DHCF, etc..

The system will reboot immediately after clicking "Apply Changes” - In DHCP mode or change in IP
address.

il Default IP: 192.168.1.253

e e PDE S'I.'rlﬂd-'

IP Address:
Subnet Mask:

Default Gateway:
DHCF: Client v

DHCP Client Range: ' 1-1
DHCP Lease Time: {1 ~ 10030 minutes)
Static DHCP:

Dormain Marme:

802.1d Spanning Tree: Disabled |
Clone MAC Address: Q00000000000
UPnP Enable: Enabled + |

Apply Changes ] [ Feset ]

Figure 5-12 LAN Setting
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The page includes the following fields:

Object Description

The default LAN IP address of the WNAP-C3220A is 192.168.1.253.

IP Address ] ]

You can change it according to your request.
Subnet Mask Default is 255.255.255.0. You can change it according to your request.
Default Gateway Default is 192.168.1.254. You can change it according to your request.

You can select a Disabled, Client, and Server. Default is Client,
DHCP meaning the WNAP-C3220A must be connected to a router to assign
IP addresses.

For the Server mode, you must enter the DHCP client IP address
DHCP Client Range range in the field. And you can click “Show Client” to show the Active
DHCP Client Table.

Click “Set Static DHCP” and you can reserve some IP addresses for

Static DHCP those network devices with the specified MAC addresses anytime
when they request IP addresses.

Domain Name Default is Planet.

802.1d Spanning Tree You can enable or disable the Spanning Tree function.

Clone MAC Address You can input an MAC address here for using clone function.

You can enable or disable the UPnP function. The UPnP feature allows

the devices, such as Internet computers, to access the local host
UPnP Enable i . i
resources or devices as needed. UPnP devices can be automatically

discovered by the UPnP service application on the LAN.

If you change the IP address of LAN, you must use the new IP address to login the
AP.

When the IP address of the WNAP-C3220A is changed, the clients on the network
often need to wait for a while or even reboot before they can access the new IP
address. For an immediate access to the AP, please flush the netbios cache on the
client computer by running the “nbtstat —r” command before using the device
name of the WNAP-C3220A to access its Web Management page.
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5.4 WLAN

The Wireless menu contains submenus of the settings about wireless network. Please refer to the following

v WLAN

» Basic Settings

sections for the details.

» Advanced Settings
» RF Qutput Power

» Security

» Access Control

» WDS Settings

» Site Survey

» WPS

» Schedule

Figure 5-13 Wireless Main Menu

5.4.1 Basic Settings

Choose menu “WLAN -> Basic Settings” to configure the basic settings for the wireless network on this page.
After the configuration is done, please click “Apply Changes” to save the settings.

First of all, the wireless AP supports multiple wireless modes for different network applications, which include:

mE AP

H  Multiple SSIDs

B Universal Repeater
m  Client

m WDS

| Repeater
It is so easy to combine the WNAP-C3220A with the existing wired network. The WNAP-C3220A definitely
provides a total network solution for the home and the SOHO users.

Standard Access Point
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AP (Multi-SSID) Mode

Internat

P 5 e (( %
Sid H bl Clients
LTS\ L - _.,I
Dl - {,
ssiD-2 ([ <
AP Mode  WNAP-C3220A Clients

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters.

[l Disable YWireless LAN Interface
Band: 2.4 GHz (B+G+HN) %

Mode R
Metwark Type:
oolb: PLAMET _dda3

Channel Width: | 40MHz | v

Contral T 3

Sideband: BEE’

Channel

Murmber: 11

Broadcast

220 Enabled

WhARA:

Data Rate: Auto A

TX restrict: a hbps (0:no restrict)
R restrict: a Mbps (0:no restrict)
AS.SDCI?tEd [ Show Active Clients ]
Clients:

Enable Mac Clane (Single Ethernet Client)

] Enable Universal Repeater Mode (Acting as AP and client
simultaneouly)

=510 of Extended Interface:

Figure 5-14 Wireless Basic Settings — AP
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The page includes the following fields:

Object Description

Disable Wireless LAN

e B Check the box to disable the wireless function.

Band Select the desired mode. Default is “2.4GHz (B+G+N)". It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)”, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNAP-C3220A.

B 2.4 GHz (B): 802.11b mode, rate is up to 11Mbps

B 2.4 GHz (G): 802.11g mode, rate is up to 54Mbps

B 2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

® 2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps

B 2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps

B 2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:

mE AP

m  Client

B WDS

[ | Repeater
If you select WDS or Repeater, please click “WDS Settings” in the
submenu for the related configuration. Furthermore, click “Multiple
AP” to enable multiple SSID functions.

SSID It's the ID of the wireless network. User can access the wireless
network via the ID only. However, if you switch to Client Mode, this
field becomes the SSID of the AP you want to connect with.

Default: PLANET_XXXX (“X” means the last 4 digits of the MAC
address)

Channel Width You can select 20MHz, or 40MHz.

Channel Number You can select the operating frequency of wireless network.

Default: 11

Broadcast SSID If you enable “Broadcast SSID”, every wireless station located within
the coverage of the AP can discover its signal easily. If you are building
a public wireless network, enabling this feature is recommended. In
private network, disabling “Broadcast SSID” can provide better
wireless network security.

Default is “Enabled”.

Data Rate Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.
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Associated Clients Click “Show Active Clients| to show the status table of active wireless
clients.
Enable Universal Universal Repeater is a technology used to extend wireless coverage.
Repeater Mode To enable Universal Repeater mode, check the box and enter the

. . SSID you want to broadcast in the field below. Then please click
(Acting as AP and client L )
. “Security” in the submenu for the related settings of the AP you want
simultaneously) ,
to connect with.

Enabling multiple-SSIDs can broadcast multiple WLAN SSIDs using virtual interfaces. You can have
different encryption settings for each WLAN and you can restrict what they have access to.

AP (Multi-SSID) Mode

Internet
— N SSID-1

( ‘:"l\"ll I ’ e
L"éd pm— " Clients

N 2 By %‘)
SSID-2 ({1 “S3q

| AP Mode WNAP-C3220A Clients

Choose menu “WLAN — Basic Settings — Multiple AP” to configure the device as a general wireless
access point with multiple SSIDs.

Wireless Basic Settings

[ Disable Wireless LAN Interface

Band: 2.4 GHz (B+G+N)
Metwork Type:

Figure 5-15 Wireless Basic Settings — Multiple APs

The device supports up to four multiple Service Set Identifiers. You can go back to the Basic Settings page
to set the Primary SSID. The SSID’s factory default setting is PLANET_XXXX (Multiple-SSID 1~4). The
SSID can be easily changed to connect to an existing wireless network or to establish a new wireless
network. When the information for the new SSID is finished, click Apply Changes to let your changes take
effect.
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Multiple APs

This page shows and updates the wireless setting for multiple APs.

AP'I

||24GH2 (B+GHN) v || FLANET dda4||| Autn v||| Enabled v||| ||| LAN v|‘ o “ Show || ap

’E‘ I|2.4 GHz (BHGH) V|||PLANET_dda5|!| AUt v|l| Enabled v|l| ||| LAN v|‘ o | | |D | “ Show | [aP |
’E‘ i|2.4 GHz (BHGHN) V|||PLANET_dda|5|i| AUt v|i| Enabled v|i| E |i| LAN v|‘ o | | o | “ show (4P |
’E‘ i|2.4 GHz (BHGH) V|||PLANET_dda?|i| AUtD v|i| Enabled v|||L ||| LAN v|‘ o | | o | “ show |[sp |

l Apply Changes ] l Reset ]

Figure 5-16 Multiple-SSIDs

Once you have applied and saved those settings, you can then go to the “WLAN — Security” page on the

AP to set up security settings for each of the SSIDs.

| I Universal Repeate

This mode allows the AP with its own BSS to relay data to a root AP to which it is associated with WDS
disabled. The wireless repeater relays signal between its stations and the root AP for greater wireless
range.

Universal Repeater Mode

Internet M m WNAP-C3220A
— | ;.:|
{ 5 ._;_’_)I - I| ) ﬁ,@ ~_\§
. “_“-—-A._.,f \\‘
\_" AP \ﬂl\ Swikeh Clients
Smart Phone

() Universal Repeater Mode

1. Example of how to configure Universal Repeater Mode. Please take the following steps:

To configure each wireless parameter, please go to the “WLAN — Basic Settings” page.

Step 1.Configure wireless mode to “AP” and then check “Enable Universal Repeater Mode (Acting as AP

and client simultaneously)’. Click “Apply Changes” to take effect.
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Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here wou may change wireless encryption settings as well as wireless netwark
parametaers.

[ Disable Wireless LAN Interface

Band: |24 GHz (BHGHN) |

[ T =]

Metwoark Type: | |

S3ID: PLANET_dda3 |

Enable Mac Clone (Single Ethernet Client)

[]  Enable Universal Repeater Mode (Acting as AP and client
simultaneouly)

Figure 5-17 Universal Repeater-1

Step 2.Go to Site Survey page to find the root AP. Select the root AP that you want to repeat the signal, and
then click “Next”.

Wireless Site Survey

R EEBB o (2

" Range Extender
P ———— Recommended Signal Strength
g ——
~ ssID BSSID  Channel Type  Enerypt  Signal Select
WiFiRepeater-001 |00:30:4£01:1c44 fE+é'n+I’D AP ne 60 3
Default 2.46.1 00304fbhedad o +:”51+N) AP WPAZPSK | 2 |I®
WDRT-1200RC-2.4G | O0:30:4f1c:Tesd {'E+g+b-'l') AP WPAXPSK | 4 3

Figure 5-18 Universal Repeater-2

Step 3. Select the correct encryption method and enter the security key. Then click “Connect”.
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Wireless Site Survey

This page provides tool to scan the wireless network. If any Access Paint or IBSS is found, you could
choose to connect it manually when client mode is enabled.

) BBBB o (2

L]
Range Extender

Wirsless Routic Recommended Signal Strength

Encryption:

e gyljfnterprise (RADIUS) @ Personal (Pre-Shared
WA Cipher Suite: OtkiP MaAEs

Fre-Shared Key Format: |Passphrase ~ |

Fre-Shared Key: |uu"" |

[ <=Back ” Connect

Figure 5-19 Universal Repeater-3

Step 4. Check “Add to Wireless Profile” and click “Reboot Now”.

Connect successfully!

© Add to Wireless Profile

..........

Reboot Mow ] [ Reboot Later

Figure 5-20 Universal Repeater-4

Step 5. Go to the “Management-> Status” page to check whether the state of Repeater interface should be

“Connected”.
Wireless 2 Repeater Interface Configuration
Mode Infraztructurs Clisnt
SSID Default 2.4G 1
Encrvption WPA2
B3SID 00:30:4f5 540420
State Connected

Figure 5-21 Universal Repeater-5
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| IEClient (Infrastructure

Combine the Wireless Router to the Ethernet devices such as TV, Game player, or HDD and DVD, to make
them be wireless stations.

Client Mode
Internet -
é an \ ] —
a;%_’ = L) \((f‘“’f‘—k_ N ,
) Wireless AP/Router WNAP-C3220A IP Camera
Client Mode

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters.

[l Disable YWireless LAN Interface
Band: 2.4 GHz (B+HG+HN) +

hode; Client v

Metwark Type: | Infrastruciure «

S510: PLAMET ddaz Add to Profile

Channel Width:

Control
Sideband:

Channel
Mumber:

Broadcast
S510:

WA
Data Rate; ALto b

Enabled

Tx restrict: 0 Mbps (0:no restrict)

R restrict: a Mbps (D:no restrict)

Agsociated
Clients:

] Enable Mac Clone (Single Ethernet Client)
ool of Extended Interface:

Figure 5-22 Wireless Basic Settings — Client
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The page includes the following fields:

Object Description

Disable Wireless LAN | Check the box to disable the wireless function.
Interface

Band Select the desired mode. Default is “2.4GHz (B+G+N)". It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)”, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNAP-C3220A.

2.4 GHz (B): 802.11b mode, rate is up to 11Mbps

2.4 GHz (G): 802.11g mode, rate is up to 54Mbps

2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps
2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps
2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:

B AP

m  Client

m  WDS

B Repeater

If you select WDS or Repeater, please click “WDS Settings” in the
submenu for the related configuration. Furthermore, click “Multiple
AP” to enable multiple SSID functions.

Network Type In Infrastructure, the wireless LAN serves as a wireless station. And
the user can use the PC equipped with the WNAP-C3220A to access
the wireless network via other access points. In ad hoc, the wireless
LAN will use the ad-hoc mode to operate.

Default is “Infrastructure”.

Note: only while the wireless mode is set to “Client”, then the Network
Type can be configured.

SSID It's the ID of the wireless network. User can access the wireless
network via the ID only. However, if you switch to Client Mode, this
field becomes the SSID of the AP you want to connect with.

Default: PLANET_XXXX (“X” means the last 4 digits of the MAC
address)

Broadcast SSID If you enable “Broadcast SSID”, every wireless station located within
the coverage of the WNAP-C3220A can discover its signal easily. If
you are building a public wireless network, enabling this feature is

recommended. In private network, disabling “Broadcast SSID” can
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provide better wireless network security.

Default is “Enabled”.

Data Rate Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.

Enable Mac Clone Enable Mac Clone.
(Single Ethernet Client)

»  Example of how to configure Client Mode. Please take the following steps:

To configure each wireless parameter, please go to the “WLAN — Basic Settings” page.

Step 1. Go to the “WLAN — Site Survey” page and click “Site Survey”.

Wireless Site Survey

This page provides tool to scan the wireless network. If any Access Point or IESS is found, you could
choose to connect it manually when client mode is enabled.

) BBBH o (D

Range Extender

Wireless Router Recommended Signal Strength

Site Survey

Figure 5-23 Client — Survey
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Wireless Site Survey

This page provides tool to scan the wireless network. If any Access Point or IBSS is found, you could
choose to connect it manually when client mode is enabled.

b il (=

Range Extender

; Recommended Signal Strength

Figure 5-24 Client — AP List
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Step 3. Enter the Security Key of the root AP and then click “Connect”.

Wireless Site Survey

) aEBB o (2

Range Extender
N R Recommended Signal Strength

Encryption:

Authentication Moda: O Erterprise (RADIUS) @ Personal (Pre-Shared

Key)
WA, Cipher Suite: ClTkip [AES
Pre-Zhared Key Farmat: |Passphrase e |
Pre-Shared Key: |uuu" |

[ <<Back ” Connect

Figure 5-25 Client — Security

Step 4. Wait until the connection is established. Check the “Add to Wireless Profile” option and then reboot it.

Connect snccessfally!

..........

[ Eghoot Mo H Eghoot Later

Figure 5-26 Client — Status
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Connect this Wireless AP with up to 8 WDS-capable wireless APs to expand the scope of network.

WDS Bridge-PtP Mode

iy [\ e mﬁf J—‘E.‘

; Switch e switch ;
Clients WNAP-C3220A Clients

() Bridge PtP Mode

WDS Bridge-PtMP Mode

WNAP-C3220A , ==, = 5
PCI220A (S o
QA]N‘ AP Switch  Clients

. !
; Switch St
Clients Net? {r, A :
Y
AP

() Bridge PtMP Mode Switch  Clients
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Wireless Basic Settings

This page is used to configure the parameters for wirelass LAN clients which may connect to your
Access Paint. Here you may change wireless encryption settings as well as wireless network
parameters.

[ Disable YWireless LAN Interface
Band: 2.4 GHz (B+GHN) v

Mode: WS o

Metwork Type:

S5I0: Add to Profile

Channel Width: | 40mHz

Cpntrnl | Ureer I

Sideband:

E:?nnhn:rl: 1 .

Sr;l%t:icast Enabled

W hAM:

Data Hate: Aum ¥

Tx restrict; 0 Mbps (0:no restrict)
RX restrict: 0 Mbps (0:no restrict)
Associated

Clients:

Enable Mac Clone (Single Ethernet Client)

Enable Universal Repeater Mode (Acting as AP and client
simultaneauly)

S50 of Extended Interface:

Figure 5-27 Wireless Basic Settings — WDS

The page includes the following fields:

Object Description

Disable Wireless LAN | Check the box to disable the wireless function.
Interface

Band Select the desired mode. Default is “2.4GHz (B+G+N)". It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)”, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNAP-C3220A.

B 2.4 GHz (B): 802.11b mode, rate is up to 11Mbps
B 2.4 GHz (G): 802.11g mode, rate is up to 54Mbps
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2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps
2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps
2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:

B AP

m  Client

m  WDS

B Repeater

If you select WDS or Repeater, please click “WDS Settings” in the
submenu for the related configuration. Furthermore, click “Multiple
AP” to enable multiple SSID function.

Channel Width You can select 20MHz, or 40MHz

Control Sideband You can select Upper or Lower.

Channel Number You can select the operating frequency of wireless network.

Data Rate Set the wireless data transfer rate to a certain value. Since most of

wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.

=

Connect this Wireless AP with up to 8 WDS-capable wireless APs, and connect another AP to provide

service for all wireless stations within its coverage.

WDS Repeater Mode

Internet
(""“-.
§

o WNAP-C3220A Clients

sy Switch (7 [ —) X\
WDS Repeater Mode ' :
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Wireless Basic Settings

This page is used to configure the parameters far wireless LAN clients which may cannect to your
Access Point. Here you may change wireless encryption settings as well as wiraless netwaork

pararmeters.

[ Disable Wireless LAN Interface

Band: 2.4 GHz (B+G+N) +
hade: Repeater +
Metwork Type:

solb: PLAMET _dda3

Channel Width:

Contraol
Sideband:

Channel
Mumber:;

Broadcast
SSID:

W T

Data Rate:
TH restrict:
Fx restrict:

Accociated
Clients:

Enable Mac Clone (Single Ethernet Client)
] Enable Universal Repeater Mode (Acting as AP and client

simultaneouly)

40MHz  »

Upper

11 &8

Enabled

ALto w

a Mbps (0:no restrict)
0 Mbps (O:no restrict)

[ Show Active Clients ]

S5I0 of Extended Interface:

MultiplesP

Figure 5-28 Wireless Basic Settings — Repeater

The page includes the following fields:

Object Description

Disable Wireless LAN

Interface

Check the box to disable the wireless function.

Band

WNAP-C3220A.

Select the desired mode. Default is “2.4GHz (B+G+N)”. It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)”, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the

B 2.4 GHz (B): 802.11b mode, rate is up to 11Mbps
B 2.4 GHz (G): 802.11g mode, rate is up to 54Mbps
B 2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)
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H 2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps

B 2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps

B 2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:
mE AP
B Client
B WDS
[ | Repeater
If you select WDS or Repeater, please click “WDS Settings” in the
submenu for the related configuration. Furthermore, click “Multiple
AP” to enable multiple SSID functions.
SSID Its the ID of the wireless network. User can access the wireless

network via the ID only. However, if you switch to Client Mode, this
field becomes the SSID of the AP you want to connect with.

Default: PLANET_XXXX (“X” means the last 4 digits of the MAC
address)

Channel Width

You can select 20MHz, or 40MHz

Control Sideband

You can select Upper or Lower.

Channel Number

You can select the operating frequency of wireless network.

Broadcast SSID

If you enable “Broadcast SSID”, every wireless station located within
the coverage of the WNAP-C3220A can discover its signal easily. If
you are building a public wireless network, enabling this feature is
recommended. In private network, disabling “Broadcast SSID” can
provide better wireless network security.

Default is “Enabled”.

Data Rate

Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.

Associated Clients

Click Show Active Clients]’ to show the status table of active wireless

clients.

Enable Universal
Repeater Mode

(Acting as AP and client
simultaneously)

Universal Repeater is a technology used to extend wireless coverage.
To enable Universal Repeater Mode, check the box and enter the
SSID you want to broadcast in the field below. Then please click
“Security” in the submenu for the related settings of the AP you want
to connect with.
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5.4.2 Advanced Settings

Choose menu “WLAN-> Advanced Settings” to configure the advanced settings for the wireless network on
this page. After the configuration, please click “Apply” to save the settings.

Wireless Advanced Settings

These settings are only for more technically advanced users who have a sufficient knowledge about
wireless LAMN. These settings should not be changed unless you know what effect the changes will have
on your Access Paint.

Fragment Threshold: 2346 I266-2346)
RTS Threshold: 2347 (0-2347)
Beacon Interval: 100 (20-1024 ms)
Freamble Type: ® Lang Prearnble O Shart Preamble
|APP: @ Enabled O Disabled
Anggregation: @ Enabled O Disabled
Shart Gl & Enabled O Disabled
WWLAN Partition: CEnabled @ Disabled
STBC: @ Enabled O Disabled
LDPC: @ Enabled O Disabled
20/400Hz Coexist: CEnabled @ Disabled
T Beamfarming: @ Enabled O Disabled
Apply Changes ] [ Reset ]

Figure 5-29 Wireless Advanced Settings

The page includes the following fields:

Object Description

Fragment Threshold You can specify the maximum size of packet during the fragmentation
of data to be transmitted. If you set this value too low, it will result in
bad performance.

Default is “2346".

RTS Threshold When the packet size is smaller than the RTS threshold, the access
point will not use the RTS/CTS mechanism to send this packet.
Default is “2347”.

Beacon Interval The interval of time that this access point broadcasts a beacon.

Beacon is used to synchronize the wireless network. Default is “100”.

IAPP IAPP (Inter-Access Point Protocol) enabled is recommended as it
describes an optional extension to IEEE 802.11 that provides wireless
access-point communications among multivendor systems.

Default is “Enabled”.

Protection It is recommended to enable the protection mechanism. This

mechanism can decrease the rate of data collision between 802.11b
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and 802.11g wireless stations. When the protection mode is enabled,
the throughput of the AP will be a little lower due to the transmission of
heavy frame traffic.

Default is “Disabled”.

Aggregation It is a function where the values of multiple rows are grouped together.
Default is “Enabled”
Short Gl It is used to set the time that the receiver waits for RF reflections to

settle out before sampling data.
Default is “Enabled”

WLAN Partition

This feature also called “WLAN isolation” or “Block Relay”. If this is
enabled, wireless clients cannot exchange data through the
WNAP-C3220A.

Default is “Disabled”.

STBC Activate Space Time Blocking Code (STBC) which does not need
channel statement information (CSI).
Default Setting: "Enabled"

LDPC Low-density Parity-check Code is wireless data transmit algorithm.
Default Setting: "Enabled"

20/40MHz Coexist Configure 20/40MHz coexisting scheme.

If you set up as "Enabled", "20MHZz" and "40MHZz" will coexist.
Default Setting: "Disabled"
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5.4.3 RF Output Power

Choose menu “WLAN2 (2.4GHz) > RF Output Power” to adjust to different levels of transmitting power for the
wireless network according to various environment on this page. After the configuration, please click “Apply
Changes’” to save the settings.

Wireless RF Output Power

RF Qutput Power Caontral pravides the flexibility to control the WiFi Transmit power to optimize the
wireless range. Wifl power consumption for a Access Point could be reduced to up to 75% from its peak
power consumption for serving a small to medium size home, while boosted to maximum power for a
large homes and businesses. The WHAP-C3220A supports output power control levels up to 5. You can
change the RF output power level here depends on the various enwironments and signal strength.

Y e 8

-
2.4GHz
—
RF Output Power: ®10% O70% Osow Osn O18% Apply Changes ][ Reset ]

Figure 5-30 RF Output Power

RF Output Power Control provides the flexibility to control the Wi-Fi Transmit power to optimize the wireless
range. Wi-Fi power consumption for an Access Point could be reduced to up to 75% from its peak power
consumption for serving small to medium size homes, while maximum power is boosted for large homes and
businesses. The WNAP-C3220A supports output power control levels up to 5. You can change the RF output

power level here in accordance with various environments and signal strength.
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5.4.4 Security

Choose menu “WLAN -> Security” to configure the settings of wireless security for the wireless network on this
page. After the configuration, please click “Apply Changes” to save the settings.

Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys
could prevent any unauthorized access to your wireless netwark.

=elect 3510 |Root Client - FLANET _dda3 + apply Changes ] [ Reset ]

r;n mf .5

..." ?““-._'.- ’ l/_(/;::- P
Intemet ; / —
OSL Router m

Encryption: Disable |+

Figure 5-31 Wireless Security Settings

The page includes the following fields:

Object Description

Select SSID Select the SSID you want to configure the wireless security function, which
includes the root one and the client one.

Encryption
No security setup for wireless connection.

L IWEP:
It is based on the IEEE 802.11 standard. And the default setting of
authentication is Automatic, which can select Open System or Shared Key

authentication type automatically based on the wireless station's capability
and request. Furthermore, you can select Key Length and enter 10 and 26
Hexadecimal digits (any combination of 0-9, a-f, A-F, zero key is not
promoted) or 5 and 13 ASCII characters in the Encryption Key field.

CIWPA
WPA is a medium level encryption and is supported by most wireless devices
and operating systems.
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WPA2 is a high level encryption and is supported by most wireless devices
and operating systems.

WPA /| WPA2 /| WPA-Mixed:

WPA Mixed Mode allows the use of both WPA and WPA2 at the same time.

Authentication Mode

Enterprise (RADIUS

When you select the authentication mode based on Enterprise (RADIUS
Server), please enter the IP Address, Port, and Password of the RADIUS
Server.

Personal (Pre-shared Ke

When you select the other authentication mode based on Personal
(Pre-shared Key), please enter at least 8 ASCII characters (Passphrase) or
64 Hexadecimal characters. All of the Cipher Suites support TKIP and AES.

802.1x Authentication

Enable 802.1x authentication function and then enter the IP Address, Port,
and Password of the RADIUS Server.
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5.4.5 Access Control

Choose menu “WLAN > Access Control” to allow or deny the computer of specified MAC address to connect
with the WNAP-C3220A on this page. After the configuration, please click “Apply Changes” to save the settings.

Wireless Access Control

If you choose ‘Allowed Listed', anly those clients whose wireless MAC addresses are in the access
cantraol list will be able to connect to your Access Point. When Deny Listed' is selected, these
wireless clients on the list will not be ahle to connect the Access Paint.

Wireless Access Control Mode:  iDisable iw

MAC Address: &llowy Listed
Deny Listed

[ Apply Changes ] [ Reset ]

Current Access Control List:

.~ MACAddress  Comment  Select

Figure 5-32 Wireless Access Control

The page includes the following fields:

Object Description

Wireless Access You can choose to set the Allow Listed, Deny Listed, or Disable this function.
Control Mode

MAC Address Enter the MAC address you want to allow or deny connection to the
WNAP-C3220A in the field.

Comment You can make some comment on each MAC address on the list.

Current Access Control | You can select some MAC addresses and click “Delete Selected” to delete it.
List

B Wireless Access Control example:
To deny a PC at the MAC address of 00:30:4F:00:00:01 to connect to your wireless network, do as follows:
Step 1.Select “Deny Listed” from MAC Address Filter drop-down menu.

Step 2.Enter 00:30:4F:00:00:01 in the MAC address box and click “Add”.
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Step 3.Click “OK” to save your settings and you can add more MAC addresses, if you like, simply repeat the

above steps.

Wireless Access Control

If you choose ‘Allowed Listed', only those clients whose wireless MALC addresses are in the access
control list will be able to connect to your Access Point. When 'Deny Listed' is selected, these
wireless clients on the list will not be able to connect the Access Point.

Wireless Access Control Mode: |Der'|3-' Listed | |

MAC Address: | | Comment: |

[ Apply Changes ] [ Reset ]

Current Access Contraol List:

00:30:4f:00:00:01 I ]

[ Delete Selected ] [ Delete All ] [ Feset ]

Figure 5-33 Wireless Access Control — Deny
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5.4.6 WDS

WDS (Wireless Distribution System) feature can be used to extend your existing 2.4G or 5G wireless network
coverage. Here we present you how to configure such feature in 2.4GHz, which also applies to 2.4GHz.

WDS Bridge-PtP Mode

..,r,—-«ﬂx F—« ey -

: Switch = 7 Switch :
Clients WNAP-C3220A Clients

() Bridge PtP Mode

WDS Bridge-PtMP Mode

WNAP-C3220A , /===, =
2N (( G i

AP Switch  Clients

)
[ Switch S—F
Clients ” i -
ll\'.,lll ‘\~ :
) Bridge PtMP Mode AP Switch Clients

WDS Repeater Mode

Internet
9 &
m— L2
)

RN WNAP-C3220A Clients
24 N
Sy Switch f 4

s i

(_) WDS Repeater Mode S

Before configuring the WDS Setting page, you have to select the wireless mode to “WDS” on the WLAN ->
Basic Settings web page.
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Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters.

[] Disable Wireless LAN Interface
Band: 24 GHz (E.+G+N} b

Maode: WDS V

Metwark Type:
=5I0:

Channel Width: |40MHz |+ |

Figure 5-34 WDS Mode

Choose menu “WLAN -> WDS Settings” to configure WDS to connect the WNAP-C3220A with another AP on
this page. After the configuration, please “Apply Changes” to save the settings.

WDS Settings

Wireless Distribution Systern uses wireless media to communicate with other APs| like the Ethernet
does. To do this, you must set these APs in the same channel and set MAC address of other APs
which you want to communicate with in the table and then enable the WDS,

Enable YWDS

hl AT

Address: -

Data Rate: | Auto _ V

Comment:

[ Apply Changes ] [ Reset ] [ Set Security ] ’ Show Statistics ]

Current WD5S AP List:

00:30:41:11:11:11 Auto

00:30: 4f: 222222 Auto |:|

00:30:4f:33:33:33 Auto o
Delete Selected ] [ Delete All ] [ Reset ]

Figure 5-35 WDS Settings
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WDS Security Setup

This page allows you setup the wireless securty for WD3S, When enabled, you must make sure each
WD device has adopted the same encryption algorithm and Key,

Encryption: Mone bt
WEF Key Format:
WEPF Key:

Pre-Shared Key
Format:

Pre-Shared Key:

Apply Changes ] [ Feset ]

Figure 5-36 WDS — Set Security

The page includes the following fields:

Object Description

Enable WDS Check the box to enable the WDS function. Please select WDS or
Repeater in the Mode of Wireless Basic Settings before you enable
WDS on this page.

MAC Address You can enter the MAC address of the AP you want to connect with.
Data Rate Default is “Auto”.
Comment You can make some comment for each MAC address on the list.
Set Security Click “Set Security” to configure the wireless security parameters of the

AP you want to connect via WDS.
Show Statics Click “Show Statics” to show the WDS AP.

Current WDS AP List You can select some MAC addresses of the AP and click “Delete
Selected’ to delete it.

WDS feature can only be implemented between 2 wireless devices that both support the
WDS feature. Plus, channel, security settings and security key must be the same on

both such devices.

To encrypt your wireless network, click “Set Security”. For the detail of wireless security,
see section 5.5.4. Do remember to reboot the device after you save your wireless

security settings; otherwise, the WDS feature may not function.
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5.4.7 Site Survey

Choose menu “WLAN - Site Survey” to scan the available local AP. If any Access Point is found, you could
choose any one to connect with manually when the Client Mode is enabled.

Wireless Site Survey

)l (=

n Range Extender
Wireless Roulix Recommended Signal Strength
=
~ ssD BSSID  Chammel Type  Emenpt  Signal Select
WiFiRepeater—001 |00:30:4£91-1c:44 (B+i13+N} AP o 80 | O
Default 2.4G 1  00:30:4Fbdcd:al (B+}31+N] AP WPA2PSK 32
WDRT-1200AC-2.46 | 00:30:4f1c:Teced (E+é+N} AP WPA2ZPSK | M | O

Figure 5-37 Site Survey
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5.4.8 WPS

WPS (Wi-Fi Protected Setup) is designed to ease setup of security Wi-Fi networks and subsequently network
management. This Wireless Router supports WPS features for AP mode, Repeater mode,

Infrastructure-Client mode, and the wireless root interface of Universal Repeater mode.

Wi-Fi Protected Setup

This page allows you ta change the setting for WPS (Wi-Fi Protected Setup). Using this feature

could let your wireless client automically syncronize its setting and connect to the Access Paint in
a minute without any hassle.

] Disable wWPS

[ Apply Changes ] [ Reset ]

| —
Z)

g/ (17 5 =
DSL Router (2.4GHz |
2.4GHz Wi-Fi Network

Intemet

WWPS Status: Canfigured UnCanfigured

[ Reset to UnConfigured ]

Auto-lock-down state: unlocked

SelFPIN Mumber: 05129533

Fush Button Configuration: Start PRC

STOP WSC
Client PIN Number. | ]

Figure 5-38 WPS

Simply enter a Pin code or press the software PBC button or hardware WPS button (if any) and a secure
wireless connection is established.

m  PBC: If you find the WPS LED blinking for 2 minutes after you press the hardware WPS button on the
device, it means that PBC encryption method is successfully enabled. And an authentication will
be performed between your router and the WPS/PBC-enabled wireless client device during this
time; if it succeeds, the wireless client device connects to your device, and the WPS LED turns

off. Repeat steps mentioned above if you want to connect more wireless client devices to the
device.
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B PIN : To use this option, you must know the Pin code from the wireless client and enter it in
corresponding field on your device while using the same Pin code on client side for such

connection.

The page includes the following fields:

Object Description

Disable WPS You can check the box to disable the WPS function.
WPS Status Here you can check if the connection via WPS is established or not.
Self-Pin Number It is the Pin number of the WNAP-C3220A here.
Push Button Click “Start PBC” to activate WPS as well in the client device within 2
Configuration minutes.
Client Pin Number In addition to the PBC method, you can also use the Pin method to
activate the WPS. Just enter the Pin number of the client device in the
field and click “Start Pin”.

The WPS encryption can be implemented only between your Router and another
WPS-capable device.

»  Example of how to establish wireless connection using WPS. Please take the following steps:

Step 1. Choose menu “WLAN > WPS’ to configure the setting for WPS. After the configuration, please click
“Apply Changes” to save the settings.

Step 2. Add a new device.
If the wireless adapter supports Wi-Fi Protected Setup (WPS), you can establish a wireless connection between
wireless adapter and AP using either Push Button Configuration (PBC) method or Pin method.

..--‘?’j:]] To build a successful connection by WPS, you should also do the corresponding configuration
of the new device for WPS function.

A. By Push Button Configuration (PBC)
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i. Click “Start PBC” on the WPS page of the AP.

WS Status: Configured UnCanfigured
[ Reset to UnConfigured

Auto-lock-down state: unlocked
SelPIN Mumber; 08129833

Fush Button Configuration:
STOP Wse

Client PIN Number

Figure 5-39 WPS-PBC -1

Start PBC successfully!

You have to run Wi-Fi Protected Setup in client within 2 minutes.

Figure 5-40 WPS-PBC -2

ii. Press and hold the WPS button equipped on the adapter directly for 2 or 3 seconds. Or you can click
the WPS button with the same function in the configuration utility of the adapter. The process must be

finished within 2 minutes.

iii. Wait for a while until the next screen appears. Click OK to complete the WPS configuration.

B. ByPin

If the new device supports Wi-Fi Protected Setup and the Pin method, you can add it to the network by Pin with

the following two methods.

Method One: Enter the Pin of your wireless adapter into the configuration utility of the AP

i. Enter the Pin code of the wireless adapter in the field behind Client Pin Number in the following

figure and then click Start Pin.

The Pin code of the adapter is always displayed on the WPS configuration screen.

-58-



@ PLANET

Metworking & Communication User Manual of WNAP-C3220A

YWPS Status: Configured UnConfigured
[ Reset to UnConfigured

Auto-lock-down state: unlocked
Sel-PIN Mumber; 08129833

Fush Button Caonfiguration:
SroP W

Client PIN Number

Figure 5-41 WPS-Pin -1

Applied WPS PIN successfully!

You have to run Wi-Fi Protected Setup within 2 minutes.

Figure 5-42 WPS-Pin -2

ii. For the configuration of the wireless adapter, please choose the option that you want to enter Pin

into the AP (Enrollee) in the configuration utility of the WPS and click Next until the process finishes.

Method Two: Enter the Pin of the AP into the configuration utility of your wireless adapter

i. Click “Start PBC” on the WPS page of the AP. Get the current Pin code of the AP on WPS page (each

AP has its unique Pin code).

WRE Status: Configured UnCaonfigured
[ Reset to UnConfigured

Auto-lock-down state: unlocked
| SelfPIN Number: 03129533 |

Push Button Configuration:
SToR e

Client PIN Mumber

Figure 5-43 WPS-Pin -3

ii. For the configuration of the wireless adapter, please choose the option that you want to enter the Pin
of the AP (Registrar) in the configuration utility of the wireless adapter and enter it into the field.

Then click Next until the process finishes.

-50-



@ PLANET

Metworking & Communication User Manual of WNAP-C3220A

5.4.9 Schedule

Wireless Schedules will enable or disable your wireless access at a set time based on your predefined schedule.
This feature is often used for restricting access to all users (such as children, employees and guests) during

specific times of the day for parental control or security reasons.

Choose menu “WLAN - Schedule” to configure the schedule rule of enabling wireless function. After the
configuration, please click “Apply Changes” to save the settings.

WDS Settings

This page allows you setup the wireless schedule rule. Please do not forget to configure system time before
enable this feature.

] Enable Wireless Schedule

Internst

(((h::"}
@ ((g

Wireless in Use

Schedulable Wireless ON/OFF Control

Wireless Scheduled Disablement

0 [Sun 100 % |houe)| 00 ¥ i) | 00 ¥ | hou)| 00 ¥ | Gmin)
] |Sun *’| 00 | uou) 00 % (uuim) | 00 ¥ ghoun)| 00 ¥ gmin)
(1 [sun (%] 1] 00 (¥ |houe)| 00 ¥ anim) " | 00 ¥ |(ious) 00 || i)
[T {sun [~ 00 | ous| 00 %) || 00 % |quous)| 00 ¥ |imin)
(1 [sun (1700 ¥ ghoun)| 00 | Guin | | 00 ¥ |(houn)| 00 ¥ asin)
O [sun  v| 00 % |ghoun| 00 % [mim) | | 00 ¥ |(hous)| 00 ¥ | usin)
] |SL||1 V| |CIU V|(hum—)|ﬂﬂ V|{min) |':”:| "|{hﬂfllr)|m v|(mrin)
O [sun (w00 ¥ |ghoue)| 00 ¥ |Gmin) || 00 ¥ |(hour)| 00 V| min)
O [sun  v| 00 % ghoun| 00 % gmin) | 00 ¥ |(hous)| 00 ¥ | gusie)
O [sun (][00 ¥ ghoun)| 00 ¥ |Gamim) || 00 ¥ |(hour)| 00 ¥ min)
[ Apply Changes ] lReset]

Figure 5-44 Schedule
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o

% When setting the Wireless Schedule, it is important to ensure that your System Clock
— settings have been configured. If not, your Wireless Schedule will not function correctly.

Mate

5.5 Management

This section focuses on how to maintain AP, including Restore to Factory Default Setting, Backup/Restore,
Firmware Upgrade, Reboot, Password Change and Syslog.

» Status

» Statistics

» SNMP

» NTP Settings

» Schedule Reboot
» LOG

» Upgrade Firmware
» Reload Settings

» Password

» LED Control

Figure 5-45 Management — Main Menu

5.5.1 Status

You can use this function to realize the instantaneous information of the wireless AP. The information displayed

here may vary on different configurations.

Choose menu “Management -> Status” to show the current status and some basic settings of the
WNAP-C3220A.
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Encrypticn
BSSID
Associated Clients

Associated Clients

Associated Clients

Encrypticn
BSSID
Associated Clients

Attain IFP Protocol
IP Address
Subnet Mask
Default Gateway
MAC Address

Virtual AP1 Configuration

Virtual AP2 Configuration

Virtual AP3 Configuration

Virtual AP4 Configuration

Lptime Oday:0h:¥m:18s
Firmware Yersion 1.3465ch151223
Build Time Mon Dec 28 16.37.50 CST 2015
Mode Standalone AP
Mode AP

Band 2.4 GHz (B+G+M)
530 PLAMET_fi04
Channel Mumber 11

Encrypticn Disahled

B=zID a7 el 16:f04
Aszsociated Clients ]

2.4 GHz (B+G+N)
PLAMET_ff05
Dizsahled
02:f7:e0:16:f.05
0

2.4 GHz (B+G+N)
PLAMET_ff0G
Dizahled
2.7 e 16:f06
0

2.4 GHz (B+G+N)
PLAMET_ff07
Disabled

2.7 e016:F07
0

2.4 GHz (B+G+N)
PLAMET_ff0&
Dizsahled
02:f7e016:f08

==

£
2
o
g
2.
=

DHCP
192.168.1.253
255,255 255.0
192.168.1.254
a8 el 16:f03

Figure 5-46 Status
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5.5.2 Statistics

Choose menu “Management > Statistics” to show the packet counters for transmission and reception

regarding wireless and Ethernet network.

Statistics
This page shows the packet counters for transmission and reception regarding to wireless and Ethernet
netwarks.
_ |Sent Packets 1195
Wirelegs LAMN -
|Recewed Packets |1EF"EIIZI.7r
|Sent Packets 113714
Ethernet LAMN -
|Recewed FPackets |23244

Figure 5-47 Statistics

The page includes the following fields:

Object Description

Wireless LAN It shows the statistic count of sent packets on the wireless LAN interface.
Sent Packets

Wireless LAN It shows the statistic count of received packets on the wireless LAN interface.
Received Packets
Ethernet WAN It shows the statistic count of sent packets on the Ethernet WAN interface.

Sent Packets

Ethernet WAN It shows the statistic count of received packets on the Ethernet WAN interface.
Received Packets

Refresh Click the refresh the statistic counters on the screen.
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5.5.3 SNMP

Choose menu “Management > SNMP” to enable SNMP to allow the network management station to retrieve
statistics and status from the SNMP agent in the AP. Simple Network Management Protocol (SNMP) is a popular
network monitoring and management protocol, used to refer to a collection of specifications for network

management that includes the protocol itself.

SNMP Setting

SMMP is & application for network managment

Enable SHP

Mame : WiRAP-CI2204
Lacation : Lab
Contact PLAMET
ReadfMrite =
Conrmmunity : BLRS
Read-Cnly :
Community pilc
Trap Heceper [P
Address: 1008

Apply Change ] [ Reset ]

Figure 5-48 SNMP

The page includes the following fields:

Object Description

Enable SNMP It shows the statistic count of sent packets on the wireless LAN interface.
Name An administratively-assigned name for this managed node.

Location The physical location of this node.

Contact The textual identification of the contact person for this managed node.

Read/Write Community | Enter the community name that allows Read/Write access to the AP's SNMP
information. The community name can be considered a group password. The
default setting is “private”.

Read-Only Community | Enter the community name that allows Read-Only access to the AP's SNMP
information. The community name can be considered a group password. The
default setting is “public”.

Trap Receiver IP
Enter the IP address s of the SNMP trap receiver.

Address
Apply Change Click “Apply Change” to save and apply the settings.
Reset Click “Reset” to reset the values to default.
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5.5.4 NTP Settings

This section assists you in setting the Wireless AP’s system time. You can either select to set the time and date

manually or automatically obtain the GMT time from Internet.

Choose menu “Management > NTP Settings” to configure the system time. You can also maintain the system
time by synchronizing with a public time server over the Internet. After the configuration, please click “OK” to

save the settings.

The configured time and date settings are lost when the wireless AP is powered off.

Time Zone Setting

You can maintain the system time by synchronizing with a public time server over the Internet.

<

Intemet ;
MNTF Chent

MNTP Server

2015 (|12 |28 | {YYYY/MM/DD)
19 |:|3Eu |:|19 |{I1I1:mm:$}

Current Tirme :

Time Zone Select : | {GMT ¥Greenwich Mean Time: Dublin, Edinburgh, Lishon, London |+

] Automatically Adjust Daylight Saving

] Enable NTP client update
NTF server : | |
| | (Manual IP Setting)

dpply Change ] [ Feset ] [ Refresh ]

Figure 5-49 Time Zone Settings
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The page includes the following fields:

Object Description

Current Time Input current time manually.

You can click “Copy Computer Time” to copy the PC’s current time to the AP.

Time Zone Select Select the time zone of the country you are currently in. The router will set its

time based on your selection.

Automatically Adjust
Ll Select the time offset, if your location observes daylight saving time.

Daylight Saving

Enable NTP client Check to enable NTP update. Once this function is enabled, AP will
update automatically update the current time from NTP server.
NTP Server User may select prefer NTP sever or input address of NTP server manually.

If the AP loses power for any reason, it cannot keep its clock running, and will not have
the correct time when it is started again. To maintain correct time for schedules and logs,
either you must enter the correct time after you restart the AP, or you must enable the
NTP Server option.
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5.5.5 Schedule Reboot

This page allows you to enable and configure system reboot schedule. The device can regularly reboot

according to the reserved time when connecting to the Internet.

Schedule Reboot

This page allows you to enable and configure systern reboot schedule. The device can regularly reboot
according to the resened time when connecting to the Internet.

Automatically Reboot
Every Friday 23:00

CPU/Buffer
System Reboot A Load  85%
ON OFF ON .
~F CPU/Buffer
— Load 10%
—
Schedule Reboot Setting: Enahle Disable
Reboot Time: (Hour: Minute, ex: 0223, ar 13:14)
Feboot Plan:
Weekday: SLIN. RACIM. TUE. WED. THUR. FFI. SAT,

Apply Changes ] [ Reset ]

Figure 5-50 Schedule Reboot

The page includes the following fields:

Object Description

Schedule Reboot
Enable or disable the Schedule Reboot function.
Setting
Reboot Time Enter the Reboot Time (24-hour format) to enable this function to take effect.
Reboot Plan There are two Reboot Plans supported in the AP:
Weekday: select this option to let the device reboot automatically according
to the reserved time in one or more days of a week.
Every day: select this option to let the device reboot automatically according
to the reserved time every day.
Weekday Check one or more days to let the device auto reboot on schedule.
When choosing “Every day” as your reboot plan, the “Weekday” will be
grayed out (disabled), which means Every day will auto reboot at the time
that you schedule.
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1. This setting will only take effect when the Internet connection is accessible and the GMT
time is configured correctly.
. You must select at least one day when choosing “Weekday” as your reboot plan.
3.  When choosing “Every day” as your reboot plan, the “Weekday” will be grayed out
(disabled), which means Every day will auto reboot at the time that you schedule.

B Example of how to configure Schedule Reboot. Please take the following steps:

Before configured schedule reboots, please ensure the Internet connection is accessible and the GMT time is

configured correctly according to NTP Settings page.
Step 1.Select the Schedule Reboot Setting checkbox.

Step 2.Enter the Reboot Time (24-hour format) to enable this function to take effect. For example, if you want

this function to work at 23:00 every Sunday, choose "Weekday" in the Reboot Plan field.

Schedule Reboot

This page allows you to enable and configure systemn reboot schedule. The device can regularly reboot
according to the reserved time when connecting to the Internet.

Automatically Reboot

—— b b B
CPU/Buffer
e ———

EMTWTF & System Reboot ! Load B5%
IS 55355 3}
- ON OFF ON
— CPU/Buffer
: La-.:# Load 10%
Schedule Reboot Setting: & Enable O Disable
Fehoot Time: 23:00 (Hour: Minute, ex: 02:23, or 13:14)
Reboot Plan: :Weekdaﬁ,_r w
Wieekday: Msun. Owmon. OTue. Oweb. OTHUR. OIFr. OsaT

apply Changes ] [ Feset ]

Figure 5-51 Schedule Reboot - Example

Step 3.Click “Apply Changes” to take this function effect.
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5.5.6 LOG

Choose menu “Management > LOG” to configure the settings of system log. You can check the box of the

items you want to record it in the log. After the configuration, please click “Apply” to save the settings.

System Log

This page can be used to set remote log senver and show the system lag.

Enable Log
System all Yyireless

[ Enable Remote Log Log Server IP Address:

Apply Changes

Dec 28 19:43:05 [P fddress:192.168.1.52, WNetwork mask:255.255.255.0,
Gateway: 192, 168,1.3

Dec 28 19:43:05 3Start NIP daemon....

Dec 28 19:56:06 Schedule Reboot setting haz been enabled.

Dec 28 19:56:10 Device reboot!

Dec 28 19:56:50 [P Address:192.168.1.52, Network mask:255.255.255.0,

Gateway:192.165.1.3
Dec 28 19:56:50 3Start NIP daemon....

Refresh ] [ Clear ]

Figure 5-52 System Log

The page includes the following fields:

Object Description

Enable Log Check to enable log function.

System all Check this option to display all the system logs.

Wireless Check this option to display only the logs related to wireless module.

Enable Remote Log Enable this option if you have a syslog server currently running on the LAN and

wish to send log messages to it.

Log S IP
e Enter the LAN IP address of the Syslog Server.
Address
Refresh Click this button to update the log.
Clear Click this button to clear the current log.
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5.5.7 Upgrade Firmware

This page allows you to upgrade the Access Point firmware to new version. Please note, do not power off the
device during the upload because it may crash the system.
Choose menu “Management > Upgrade Firmware” to upgrade the firmware of the WNAP-C3220A. Select the

new firmware file downloaded from the PLANET website and then click “Upload” to upgrade it.

Upgrade Firmware

This page allows you upgrade the Access Point firmware to new version, Please note, do not power off the
device during the upload because it may crash the system.

Software Yersion: 1.3465ch151228
Select File: Mo file selected,
[ Upload ] [ Reset ]

Figure 5-53 Upgrading Firmware

The page includes the following fields:

Object Description

Select File Browse and select file you want to upgrade and press Upload to perform
upgrade.
Please wait till the related information is shown on the screen after

upgrade is finished.

Do not disconnect the wireless AP from your management PC (the PC you use to
configure the device) or power off it during the upgrade process; otherwise, it may be
permanently damaged. The wireless AP will restart automatically after the upgrade

process completes in several minutes.

5.5.8 Reload Settings

Choose menu “Management > Reload Settings” to back up or reset the configuration of the WNAP-C3220A.
Once you have configured the Wireless AP the way you want it, you can save these settings to a configuration

file on your local hard drive that can later be imported to your Wireless AP in case the device is restored to

factory default settings.
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Save/Reload Settings

This page allows you save current settings to a file or reload the settings from the file which was saved
previously. Besides, you could reset the current configuration to factory default.

oawe Settings to File: Save

Load Settings from File: Browse... | Mo file selected.

Reset Settings to

Default; RasEk

Figure 5-54 Save/Reload Settings

The page includes the following fields:

Object Description

Save Settings to File Click to back up the configuration of the WNAP-C3220A and

then save the “config.dat” in your computer.

Load Settings from File | Select the configuration file of the WNAP-C3220A and then click ‘{Upload’
to reload the configuration back into the WNAP-C3220A.

Reset Settings to Click “Resef to reset all settings of the WNAP-C3220A to factory default.

Default .
Factory Default Settings:

User Name: admin

Password: admin

IP Address: 192.168.1.253

Subnet Mask: 255.255.255.0

Default Gateway: 192.168.1.254

DHCP: Client

SSID: PLANET_XXXX (“X” means the last 4 digits of the MAC address)

Wireless Security: None

To activate your settings, you need to reboot the wireless AP after you reset it.
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5.5.9 Password

To ensure the wireless AP’s security, you will be asked for your password when you access the wireless AP’s
Web-based utility. The default user name and password are “admin”. This page will allow you to add or modify

the user name and password.

Choose menu “Management - User Management” to change the user name and password which is inputted
to access the web Ul of the WNAP-C3220A.

Password Setup

This page is used to set the account to access the web server of Access Point. Empty user name and
password will disable the protection.

Current Llsernarme:
Mew Lsernarme:
Current Password:

Mew Password:

Fe-enter Mew
Fassword:

apply Changes ] [ Reset ]

Figure 5-55 Password Setup

The page includes the following fields:

Object Description

Current Username Enter current user name.

New Username Input user name for this user.

Current Password Enter current password.

New Password Input password for this user.

Re-enter New ) )
Confirm password again.

Password

':-';_L{]] For the sake of security, it is highly recommended that you change default login
—
password and user name.

MNote
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5.5.10 LED Control

This section allows the user to determine the router packets that are talking to a particular host.

LED Control

This is a LED contral function, and it is contral your LED On, Off or Blink.

LED On LED Blink

W

Figure 5-56 LED Control

The page includes the following fields:

Object Description

LED The LED to detect and identify the AP.
1) On: The LED is on.
2) Off: The LED is off.

2) Blink: The LED blinks continuously.

5.5.11 Logout

To log out the WNAP-C3220A, please select “Logout” from the left-side menu.

Logout

Click the "OK" button to logout the system.

Logout the system now!

Figure 5-57 Logout
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5.5.12 Reboot

To reboot the WNAP-C3220A, please select “Reboot” from the left-side menu.

Reboot

Click the "QK” button to reboot the system.

Reboot the system now!

Figure 5-58 Reboot
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Chapter 6. Quick Connection to a Wireless Network

In the following sections, the default SSID of the WNAP-C3220A is configured to “default”.

6.1 Windows XP (Wireless Zero Configuration)

Step 1: Right-click on the wireless network icon displayed in the system tray

YWireless Network Connection
Mot connected. Right-click, here for more options.

EN B T O RULERT % ®l Y B 1200

Figure 6-1 System Tray — Wireless Network Icon

Step 2: Select [View Available Wireless Networks]

Step 3: Highlight and select the wireless network (SSID) to connect
(1) Select SSID [default]
(2) Click the [Connect] button

i) Wireless Network Connection El

Nekwork Tas i Choose a wireless network

g Refresh network: list Click an item in the list belov to connect to a wireless network in range or ko get more
infarmation,
.,q_"], Set up a wireless netwark ({ J) E = e
for a home or small office ﬁ
" Security-enabled wireless nebwork (WPA) Iluuu
Related Tasks {{ﬁ))
y Learn about wireless 't Security-enabled wireless nebwark, “BHH
netiorking ErEw e
(1))
i:_‘g Change the order of [l =
preferred netwarks 't Security-enabled wireless nebwark, llul]

gy Change advanced
sethings

ou might need ko enter

g L

Figure 6-2 Choosing a Wireless Network
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Step 4: Enter the encryption key of the wireless AP
(1) The Wireless Network Connection box will appear
(2) Enter the encryption key that is configured in section 5.4.4
(3) Click the [Connect] button

Wireless Network Connection

The network, 'PLAMET' reguires a network, key (also called a WEP key or WP keyv),
& network key helps prevent unknown intruders From connecting to this network,

Type the key, and then click Connect.

Metwork key: ||||||||||||- |

Confirm netwark key: |........""""| |

[ Zonneck l [ Zancel ]

Figure 6-3 Entering the Network Key

Step 5: Check if “Connected” is displayed

il Wireless Network Connection |E|

Network Tasks Choose a wireless network

ﬁ Refresh network: list Click an item in the list below ko connect to a wireless nebwork in range or to get more
information.
<2 Set up awireless netwark (tQ@)) default Connected ‘i:i’ )
for a home or small office ﬁ
' Securiby-enabled wirsless netwaork (WPA) I“!!
Related Tasks {{ﬁ}) —
Hi.-” Learn about wirsless ’rl Security-enabled wirgless netwaork (WA Ill][l[l
nekworking u
(1))
ﬂf Change the order of [l
preferred netwarks . Security-enabled wireless network I“!
: HNEEE
4@ Change advanced [({(e))]
sektings . -
‘. Security-enabled wireless network Ill]l][l
HE ENEm
(“ﬂ})
Unsecured wireless network I“![l
|
(“ﬂ})
Unsecured wireless netwark Ill]l][l v
Conneck

Figure 6-4 Choosing a Wireless Network -- Connected
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Some laptops are equipped with a “Wireless ON/OFF” switch for the internal wireless LAN. Make

%‘n

sure the hardware wireless switch is switched to “ON” position.

Mote

6.2 Windows 7 (WLAN AutoConfig)

WLAN AutoConfig service is built-in in Windows 7 that can be used to detect and connect to wireless network.
This built-in wireless network connection tool is similar to wireless zero configuration tool in Windows XP.

Step 1: Right-click on the network icon displayed in the system tray

Mot connected - Connections are available

3:57 PM
5/17/2012

Figure 6-5 Network Icon

Step 2: Highlight and select the wireless network (SSID) to connect

(1) Select SSID [default]
(2) Click the [Connect] button

Mot connected

I:[[[u Connections are available

Dial-up and VPN
Office VPN

Wireless Metwork

default M

Connect automnatically

Open Metwork and Sharing Center

Figure 6-6 WLAN AutoConfig
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If you will be connecting to this Wireless AP in the future, check [Connect automatically].

Mote

Step 4: Enter the encryption key of the wireless AP
(1) The Connect to a Network box will appear
(2) Enter the encryption key that is configured in section 5.4.4
(3) Click the [OK] button

Type the network security key

Security key:

[] Hide characters

You can alse connect by pushing the

wr  button on the router.
-

Figure 6-7 Typing the Network Key

r@ Connect to a Network ﬁ1

Connecting to default . ..

= | — =|

Cancel

e —

Figure 6-8 Connecting to a Network

-78-



@ PLANET

Metwarking & Communication User

Manual of WNAP-C3220A

Step 5: Check if “Connected” is displayed

Currently connected to:

| "h default
A Internet access

Dial-up and VPM

Office VPN

Wireless Metwork

default 151“
il

'|'.|!|.

f
'|'.|!|.

o
'I'.l!l.

Open Metwork and Sharing Center

Figure 6-9 Connected to a Network
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6.3 Mac OS X 10.x

In the following sections, the default SSID of the WNAP-C3220A is configured to “default”.
Step 1: Right-click on the network icon displayed in the system tray

The AirPort Network Connection menu will appear

Do =4 = @ @ Q

Figure 6-10 Mac OS — Network Icon

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select and SSID [default]
(2) Double-click on the selected SSID

AirPort: On
Turn AirPort Off

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-11 Highlighting and Selecting the Wireless Network
Step 4: Enter the encryption key of the wireless AP

(1) Enter the encryption key that is configured in section 5.4.4
(2) Click the [OK] button
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., The network “default” requires a WPA
|

= password.

Password: --uu-u-|

[ | Show password
¥ Rermember this network

Cancel ) oK )
C )

o

Figure 6-12 Enter the Password

@g&n If you will be connecting to this Wireless AP in the future, check [Remember this
—
network].

Mote

Step 5: Check if the AirPort is connected to the selected wireless network.

If “Yes”, then there will be a “check” symbol in front of the SSID.

m > %

AirPort: On
Turn AirPort Off

v default

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-13 Connected to the Network
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There is another way to configure the MAC OS X wireless settings:

Step 1: Click and open the [System Preferences] by going to Apple > System Preference or Applications

T DEVICES il -
2 Macintazh HL s \k‘? .
B iDisk 4
Boe / @Q == @
17} mooTCAMP i )
= " Culck Mota CulckTima Plasar Rasrana Deskiop Safarl
£ Pl - Connecrtion
T SHABRFD
Eiz 16810180 2 Fel 4
T PLACES = 'j ’ J
& peskiop -
2 Kam Stickies TewtFdit Tirme Wachine
[ Locuments ——— A * mll —_—
T SEARCH FOL T x a - .
L'-'-' Today ! 1 . .?_
1) Yasterday - Utilities WLC Wimdowkeys Wirdows .
(L) Past Week + Applications 3

Figure 6-14 System Preferences

Step 2: Open Network Preference by clicking on the [Network] icon

- N ] Systern Preferences
a» || Showall | ¢ b
| Personal
= . £
B & M o
Agpeaance  Deskiop & Dock Ixposé & Language & Security Spotlight
Sereen Saver Spaces Text
Hardware
"'lﬂ'u J \- I o | | .
Yy By 52 J - = 4§
Chs & ONDa Crizalays Eneigy eyibea d Mlouas Taoadkgad Print & Fex Swriaied
Saver

Sharing

2K G &» @® s H @ @

ACcounts Duane & Tirme Parental Saltwnse Speech Startup Disk  Time Machine  Univerial
Controly Uipdate Access
Cther
MacFUSE

Figure 6-15 System Preferences -- Network
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Step 3: Check Wi-Fi setting and select the available wireless network
(1) Choose the AirPort on the left-menu (make sure it is ON)
(2) Select Network Name [default] here

If this is the first time to connect to the Wireless AP, it should show “Not network selected”.

AN Network
[« > || showan | Q ]
Location: [Autﬂmatic |~$-1
USB Ethernet .
Mot Connected <:\m:>) Status: On f:_ Turn AirPort Off :J
AirPart is turned on but is not connected to
[+ 302-1%--_-'_53!?"” @nn} a network.
Not Connected
- AirPort = MNetwork Mame v No network selected
On
Home VPN @) - - & =
e Mot Connected Eﬁ B :
default a=
. a =
BN B oE [
= = =
a8 =
&
|| [*]
Join Other Network...
Create Network. ..
Show AirPort status i b Ad ‘s Py
e E ow AirPort status in menu bar vance ®

il :
d Click the lock to prevent further changes. [ Assist me... 3 Revert Apply

Figure 6-16 Selecting the Wireless Network

-83-



@ PLANET

Metworking & Communication User Manual of WNAP-C3220A

6.4 iPhonel/iPod Touch/iPad

In the following sections, the default SSID of the WNAP-C3220A is configured to “default”.

Step 1: Tap the [Settings] icon displayed in the home screen

Figure 6-17 iPhone — Settings icon

Step 2: Check Wi-Fi setting and select the available wireless network
(1) Tap [General] \ [Network]
(2) Tap [Wi-Fi]
If this is the first time to connect to the Wireless AP, it should show “Not Connected”.

(& 100% (=)
Settings General
Airplane Mode OFF
ﬁ Wi-Fi Mot Connected About ’
E Motifications on Usage :
B el e Sounds ¥

¥y Cellular Data

G omress v |

i it »
EI Picture Frame Bluetooth ©

General

g Mail, Contacts, Calendars

& safari

Spotlight Search >

Figure 6-18 Wi-Fi Setting
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10:35 AM

W Cellular Data

&g Brightness & Wallpaper

'Ei Picture Frame

h__,.! Mall, Contacts, Calendars

L Safari

Settings i Metwork
g R Gererr|
Airplane Mode OFF
VPN
H Wi-Fi Mot Connected
Motifications On Wi-Fi
E Carrier

Mot Connected »

Mot Connected »

Figure 6-19 Wi-Fi Setting — Not Conne

Step 3: Tap the target wireless network (SSID) in “Choose a Network...”
(1) Turn on Wi-Fi by tapping “Wi-Fi”
(2) Select SSID [default]

11:23 PM

cted

resn

Settings

Wi-Fi Networks

“ Airplane Mode

kol wi-Fi

@ MNotifications

OFF |

Mot Connected ki

On Choose a Network...

default

H Location Services On

Other...
k.y cellular Data d

H Brightness & Wallpaper

E Picture Frame

L on |

Known networks will be joined automatically. K no
known networks are available, you will be asked
before joining a new network.

Ask to Join Networks

Figure 6-20 Turning on Wi-Fi

Step 4: Enter the encryption key of the Wireless AP
(1) The password input screen will be displayed
(2) Enter the encryption key that is configured in section 5.4.4
(3) Tap the [Join] button
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Entnr the passwond for “calof

Enlar Pﬂ!_ﬁ_ﬂ‘brﬂ

Figure 6-21 iPhone -- Entering the Password

Step 5: Check if the device is connected to the selected wireless network.

If “Yes”, then there will be a “check” symbol in front of the SSID.

11:25 PM

&3

Wi-Fi Networks

Settings
kd Airplane Mode | OFF
kol wi-Fi default
Motifications On
a Location Services On

ky cellular Data

E Brightness & Wallpaper

m Picture Frame

LET'EI General

Wi-Fi

Choose a Network...

Vv default

Other...

Ask to Join Networks

BN

Known networks will be joined automatically. I no
known networks are available, you will be asked
before joining a new network.

Figure 6-22 iPhone -- Connected to the Network
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Appendix A: Planet Smart Discovery Utility

To easily list the WNAP-C3220A in your Ethernet environment, the Planet Smart Discovery Utility from user’s

manual CD-ROM is an ideal solution.

The following installation instructions guide you to running the Planet Smart Discovery Utility.

Step 1: Deposit the Planet Smart Discovery Utility in administrator PC.

Step 2: Run this utility and the following screen appears.

Planet_TTtility exe
PLANET Coarp.

Step 3: Press “Refresh” for the current connected devices in the discovery list as shown in the following

screen:

« PLANET Smart Discovery Lite

File Option Help
e @& PLANET
{J Fiefresh x| Exit -
- Hetworking & Communication
MAC Address Device Mame  |Version DevicelP NewF‘asswnrd] IP Address M ethd azk, | Gateway | Description ]
1 |00-30-4F-B3-64-5C [WHAP-C32204 |1.3485cb15122192.168.1.253 192 168.1.253 250 266.265.0 192.168.1.254 WNAP-C3IZ2204
Select Adapter: |‘| 921681100 [EC:ASER:DE93.C4) j [~ Control Packet Force Broadzast
Update Device Update kulti Update All Connect to Device
Device : WHAP-C32204  (00-30-4F-63-54-52%  [Get Device Information done.

Step 3: Press “Connect to Device” and then the Web login screen appears.

?:#'-":D The fields in white background can be modified directly and then you can apply the new
=
setting by clicking “Update Device”.
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Appendix B: FAQs

Q1: How to set up the WDS Repeater Connection

In this case, we use wireless to connect to the root AP and then repeat the wireless signal by using the wireless

interface to let the wireless clients surf the internet.

Topology:

WDS Repeater Mode

Internet

Lo :

r AP

‘:'l__hhﬂ E — \‘«é e
~ WNAP-C3220A N Clients

iy Svitch 7z flm—) N

1 WDS Repeater Mode

s
2,

1. Before configuration, please ensure the root AP is already connected to the internet and the
DHCP server is enabled to let it able to assign IP address to the connected clients.

Please ensure there is no IP conflict in the existing network. Otherwise, please re-configure the
WNAP-C3220A using other IP addresses which should be in the same network segment. The
default IP address of the WNAP-C3220A is 192.168.1.253.

Step 1. In the WNAP-C3220A-1, go to “WLAN -> Basic Settings” to configure wireless mode to “WDS” and

then configure the channel to a fixed one. Click “Apply Changes” to take effect.

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless netwark
parameters.

[] Disable Wireless LAN Interface

Band: 2.4 GHz (B+GHN) ¥
Mode: I:uf'u'DS b
Metwark Type:

=5I0:

Channel Width: | 40MHz v
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Step 2. Go to “WLAN-> WDS Settings” page to connect the root AP. Select “Enable WDS” and enter the
MAC address of the repeater AP. Then, click “Set Security” to configure the security setting for the WDS

connection. After finishing the configuration, click “Apply Changes” to take effect.

WDS Settings

Wireless Distribution Systern uses wireless media to communicate with other APs,
like the Ethernet does. To do this, you must set these APs in the same channel and
set MAC address of other APs which you want to communicate with in the table and
then enable the ¥WD3.

Enable WDS
hAAC
Address:

Data Rate::ﬁ.um A
Comment: |Foot AP

ABFYEODZEAZF

[ Apply Changes ] [ Reset ] [ Set Security ] [ Show Statistics ]

Current WD5S AP List:

~ MACAddress  TxRate (Mbps) ~ Comment  Select

WDS Security Setup

This page allows you setup the wireless security for WDS. When enabled, you must
make sure each WDS device has adopted the same encryption algorithm and Key,

Encryption: WRAZ [AES) w

WEFP Key Format:

WEP Key:

LR
Pre-Shared Key: sssssees

apply Changes ] [ Feset ]

Step 3. In the WNAP-C3220A-2, go to “WLAN - Basic Settings” to configure wireless mode to “Repeater”
and then configure the channel to a fixed one which must be the same as the root AP. Click “Apply

Changes’” to take effect.
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s< The root AP should be the same model (WNAP-C3220A) in WDS mode; otherwise, the connection might not

be able to be established due to the incompatibility.

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Paint. Here you may change wireless encryption settings as well as wireless netwark
pararmeters.

] Disable Wireless LAN Interface
Band: 2.4 GHz (BHGHN) v

hlode: Repeater v MultiplesP

Metwork Type:

SSID: Planet 4F 2.46G

Channel Width: [40MHz v

Step4. Go to “WLAN > WDS Settings” page to connect the root AP. Select “Enable WDS” and enter the
MAC Address of the root AP. Then, click “Set Security” to configure the security setting as the same as the

root AP. After finishing the configuration, click “Apply Changes” to take effect.

WDS Settings

YWireless Distribution System uses wireless media to communicate with ather APs,

like the Ethemet does. To do this, you must set these APs in the same channel and
set MAC address of other AP s which you want to communicate with in the table and
then enable the ¥WD3.

Enable WDS
M
Address:

Data Rate:| Aub:n .V'
Comrment: F{I:u:utf-‘«F'

.-’-'-.BF?EEIEI 14BEI

[ Apply Changes ] [ Reset ] [ Set Security ] [ Show Statistics ]

Current WDS AP List:

~ MACAddress  TxRate (Mbps) ~ Comment  Select
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Step 5.

WDS Security Setup

This page allows you setup the wireless security for WDS. When enabled, you must
make sure each WWD3S device has adopted the same encryption algorithm and Key.

Encryption: \WPAZ (AES) ¥ |

WEP Key Format: | |

WEP Key: | |
Pre-Shared Key

Format: |Pa55phrase hé |
Pre-Shared Key: |unnn

Apply Changes ] [ Feset ]

After reboot, please go to “WLAN > Security” page to configure the repeater’s security setting for

wireless clients. Select the encryption method and enter the security key. Then, click “Apply Changes”.

Wireless Security Setup

This page allows you setup the wireless security. Turm on WEP or WPA by using Encryption keys
could prevent any unautharized access to your wireless netwoark,

select 35I0¢ iRDDt AP - Planet AP 2,405 V| [ Apply Changes ] [ Reset ]

| ) \""—“a wwwe In ’(/-;: —
Intemet ('_"/ 5 —

AP

SRy

4

J)) -
_. /5 (m

F
F

DSL Router

2.4GHz Wi-Fi Network

Encryption: WhRAZ \TJ

Authentication Mode: O Erterprise (RADIUS) @ Personal (Pre-Shared Key)

WPA2? Cipher Suite: THIP [ AES
Pre-Shared Key Format: !Passphraae e |
Pre-Shared Key: |uuu"
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Step 6.

modify it to “Obtain an IP address automatically”.

P o

+ Local Area Connection Properties
| Metworking

Connect using:

!._-:" Intel{R) PRO/1000 MT Desktop Adapter

Configure...
This connection uses the following items:

[ b % Client for Microsoft Metwarks

v .@M‘G network filtter driver

SQDS Packet Scheduler

] @ File and Printer Sharing for Microsoft Metworks

& 'Il_'rt_emet Protocol Version & (TCP/IPvE)

il it Pro col Version 4 (TCP/IPv4) |

¥l i link-Layer Topology Discovery Mapper /0 Driver
[l s Link-Layer Topology Discovery Responder

Install... | ninsta |

Description

Transmigsion Control Protocol/Intemet Protocol. The default
wide area networlc protocol that provides communication
across diverse interconnected networks .

Properties |

QK | | Cancel

Step 7.

internet through the connection.

i i"ul 1
From
From
from
from

B
B
=5
8
B
8
B
]
85
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&
8
) ]
B 8
] i
g 8
8

B i
8 8
) 8
B f
85 8
) 8
B 8

]
]
s
8
]
g
a8
]
]
8
8
8
)
]
]
8
8
".
H.
8.
8.
8
8
]

i i i o e ] e e 1 e o e e

In the laptop or PC connected to the WNAP-C3220A-2 by Ethernet cable, go to TCP/IP settings to

Internet Protocol Version 4 (TCP/IPv4) Properties |_°§’_|@
General | Alternate Configuration

‘You can get IP settings assigned automatically if your network supparts
this capability, Otherwise, you need to ask your network administrator
for the appropriate IF settings,

@ Obtain an IP address automatically
") Use the following IP address:

@ Obtain DNS server address automatically

Use the following DMNS server addresses:;

0K | | Cancel |

Use the command line tool to ping the DNS (e.g. Google) to ensure the laptop or PC can access
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Step 8. In the Android Smart Phone, tap the [Settings] icon displayed in the home screen.

Facebook LINE Alarm & cle Motes

D e

Camera Gmail Settings

Step 9. Check Wi-Fi setting to view the available wireless network or tap the lower-right corner to re-scan the

available wireless network.

Wil B4Y = 1744
)"" Settings

= Wi-Fi B | )
Bluetooth o]

net AP 2 4G

] with WPAZ (WPS

Planet AP 5G

ed with WPAZ (WPS
(3 Data usage e)

Mare...
DEVICE
731U 2.4G
Secured with WP Scan
ADN-4100v3
Secured with WP

WF’G 21 DN Wi-Fi Direct

< Call settings
% Sound WPS Pin Entry
B Display

B Storage

Advanced
™= Power management

Step 10. Tap the target wireless network (SSID). In this case, the SSID is “Planet AP 2.4G”.
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WTV-3000 322

ADN -4100_ENM
with WPA

amatsuka
Secured with A7

Step 11. Enter the encryption key, and then tap [Connect].

@ Wl B2% @ 1119

Planet AP 2.4G

Signal strength
Excellent

Security

WPA2 PSK

Password

Show password

Show advanced options

Cancel Connect
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Step 12. Check if the device is connected to the selected wireless network.
& I B0% @ 1120
< WiF o
Pla net AP 2.4G

WDRT-1200AC_2.4G

Pla net AP 5G

I.-'-.'Ir hv.l'l A\

WTV-3000 322

?E‘I U 24G
Car ..d with W I_“-.

ADN-4100v3

Secured with WPAWPAZ

amatsuka

Step 13. Now, you should be able to surf internet on the laptop through the WNAP-C3220A-2.

@g&n For the wireless connection setup in other platforms (e.g., iPhone, iPad, laptop), please refer to the
—

Note Chapter 6. Quick Connection to a Wireless Network.
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Q2: How to set up the Universal Repeater Connection

In this case, we use wireless to connect to the root AP and then repeat the wireless signal by using the 2.4GHz

wireless interface to let the 2.4GHz wireless clients surf the internet.

Topology:

Universal Repeater Mode

WNAP-C3220A
Internet )
B) =) (= ey
N5 - we. - :
S\ % Y Switch ,“‘*’
AP I \;ﬁ\\ Clients
Smart Phone

Universal Repeater Mode

Before configuration, please ensure the root AP is already connected to the internet and the
DHCP server is enabled to let it able to assign IP address to the connected clients.

Please ensure there is no IP conflict in the existing network. Otherwise, please re-configure the
WNAP-C3220A using other IP addresses which should be in the same network segment. The
default IP address of the WNAP-C3220A is 192.168.1.253.

Step 1. In the WNAP-C3220A, go to “WLAN -> Basic Settings” to configure wireless mode to “AP” and then
check “Enable Universal Repeater Mode (Acting as AP and client simultaneously)”. Click “Apply

Changes” to take effect.

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters.

[ ] Disable YWireless LAN Interface
Band: 2.4 GHz (BHGHM) |+

Moade: AP e MultiplesP

Metwork Type:

S5I0: Flanet AP 2,45

Enable Mac Clone (Single Ethernet Client)

Enable Universal Repeater Mode (Acting as AP and client
simultaneouly)
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Wireless Site Survey

This page pravides tool to scan the wireless network. If any Access Point or IBSS is found, you could
chaose to connect it manually when client mode is enabled.

) atll =

Range Extender

; Recommended Signal Strength
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Wireless Site Survey

This page provides tool to scan the wireless network. If any Access Paint or IBSS is found, you could
choose to connect it manually when client mode is enabled.

) BBBH o (2

Range Extender
Wireless Router Recommended Signal Strength

Encryption:

e gyljfnterprise (RADIUS) @ Personal (Pre-Shared
WA Cipher Suite: OtkiP MaAEs
Fre-Shared Key Format: |Passphrase ~ |
Fre-Shared Key: |uu"" |
[ <=Back ] [ Connect

Step 4. Check “Add to Wireless Profile” and click “Reboot Now”.

Connect successfully!

[ Fehoot Mow H Fehoot Later

Step 5. In the laptop or PC connected to the WNAP-C3220A by Ethernet cable, go to TCP/IP settings to
modify it to “Obtain an IP address automatically”.
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+ Local Area Connection Properties
| Metworking |

Connect using:

P

,_: Intel{R) PRO/1000 MT Desktop Adapter

This connection uses the following items:

| & % Client for Microsoft Networks
v .@.-‘-".\;"G network filker driver
@QDS Packet Scheduler

| @ File and Printer Sharing for Microsoft Networks
=9 Irrtemet Pn:ltacnl ‘-.;"ersiun & [TCPJ-"IF‘\:&

it L

e Linle-| La*,ner Tl:npDIl:n;n.I DISCDVEW Mapper 140 Diriver
i Link-Layer Topology Discovery Responder

LINL

KX

nstall . |

Diescription

Transmigsion Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

Froperties

Caonfigure... -

.

Internet Protocol Version 4 (TCP/IPw4) Properties

General | Alternate Configuration

-2 [l

‘You can get IP settings assigned automatically if your network supparts
this capability, Otherwise, you need to ask your network administrator

for the appropriate IP settings.

@ Obtain an IP address automatically
") Use the following IP address:

@ Cbtain DNS server address automatically

Use the following DNS server addresses:

| Advanced... |

oK

Cancel

0K Cancel |

Step 6.

internet through the connection.

from
from
From
from
t ¥

XXX TRmEREE
o030 B0 5000 G0 00 05 S0 00

B.8.
B.B.
§.8

B.B.
H.B.
B.8H.
B.8.
B.8.
8.8

B.8.
B.B.
8.8.
B.8.
B.8.

Use the command line tool to ping the
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Step 7. In the Android Smart Phone, tap the [Settings] icon displayed in the home screen.

Facebook LINE Alarm & cle Motes

D e

Camera Gmail Settings

Step 8. Check Wi-Fi setting to view the available wireless network or tap the lower-right corner to re-scan the

available wireless network.

oWl Bl E 1144

¥ Settings .

= Wi-Fi B | )
Bluetooth o]

=
8

Planet AP 5G
Se ed with WPAZ (WPS

=
@

(3 Data usage

Mare...
DEVICE
731U 2.4G
Secured with WP Scan
ADN-4100v3
Secured with WP

wWpPG-210N  Wi-Fi Direct

Secured with WP
Advanced

< Call settings

% Sound

WPS Pin Entry

B Display

B Storage

™= Power management

Step 9. Tap the target wireless network (SSID).
In the case, if you would like to connect to the WNAP-C3220A, please select the SSID [Planet AP 2.4G].
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WTV-3000 322

ADN -4100_ENM
with WPA

amatsuka
Secured with A7

Step 10. Enter the encryption key, and then tap [Connect].

@ Wl B2% @ 1119

Planet AP 2.4G

Signal strength
Excellent

Security

WPA2 PSK

Password

Show password

Show advanced options

Cancel Connect
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Step 11. Check if the device is connected to the selected wireless network.
& I B0% @ 1120
< WiF o
Pla net AP 2.4G

WDRT-1200AC_2.4G

Pla net AP 5G

I.-'-.'Ir hv.l'l A\

WTV-3000 322

?E‘I U 24G
Car ..d with W I_“-.

ADN-4100v3

Secured with WPAWPAZ

amatsuka

Step 12. Now, you should be able to surf internet on the laptop through the WNAP-C3220A.

@g&n For the wireless connection setup in other platforms (e.g., iPhone, iPad, laptop), please refer to the
—

Note Chapter 6. Quick Connection to a Wireless Network.
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Appendix C: Troubleshooting

If you find the AP is working improperly or stop responding to you, please read this troubleshooting first before

contacting the dealer for help. Some problems can be solved by yourself within a very short time.

Scenario Solution

The AP is not responding to | a. Please check the connection of the power cord and the
me when | want to access it Ethernet cable of this AP. All cords and cables should be
by Web browser, correctly and firmly inserted into the AP.

b. If all LEDs on this AP are off, please check the status of
power adapter, and make sure it is correctly powered.

c. You must use the same IP address section which AP
uses.

d. Are you using MAC or IP address filter? Try to connect
the AP by another computer and see if it works; if not,
please reset the AP to the factory default settings by
pressing the ‘reset’ button for over 7 seconds.

e. Use the Smart Discovery Tool to see if you can find the
AP or not.

f. If you did a firmware upgrade and this happens, contact
your dealer of purchase for help.

g. If all the solutions above don’t work, contact the dealer

for help.
| can’t get connected to the | a. Go to ‘Status’ -> ‘Internet Connection’ menu on the router
Internet. connected to the AP, and check Internet connection
status.

b. Please be patient, sometimes Internet is just that slow.
If you’ve connected a computer to Internet directly
before, try to do that again, and check if you can get
connected to Internet with your computer directly
attached to the device provided by your Internet service
provider.

d. Check PPPoE /L2TP / PPTP user ID and password
entered in the router’s settings again.

e. Call your Internet service provider and check if there’s
something wrong with their service.

f. If you just can’t connect to one or more website, but you
can still use other internet services, please check
URL/Keyword filter.

g. Tryto reset the AP and try again later.

h. Reset the device provided by your Internet service

provider too.
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Try to use IP address instead of host name. If you can
use IP address to communicate with a remote server,
but can’t use host name, please check DNS setting.

| can’t locate my AP by my | a. ‘Broadcast ESSID’ set to off?
wireless device. b. Both two antennas are properly secured.

c. Are you too far from your AP? Try to get closer.

d. Please remember that you have to input ESSID on your
wireless client manually, if ESSID broadcast is disabled.

File downloading is very slow | a. Are you using QoS function? Try to disable it and try
or breaks frequently. again.

b. Internetis slow sometimes. Please be patient.

c. Trytoresetthe AP and see if it's better after that.

d. Try to know what computers do on your local network. If
someone’s transferring big files, other people will think
Internet is really slow.

e. If this never happens before, call you Internet service
provider to know if there is something wrong with their
network.

| can’t log into the web | a. Make sure you're connecting to the correct IP address of

management interface; the AP!

password is wrong. b. Password is case-sensitive. Make sure the ‘Caps Lock’
light is not illuminated.

c. If you really forget the password, do a hard reset.

The AP becomes hot a. This is not a malfunction, if you can keep your hand on
the AP’s case.

b. If you smell something wrong or see the smoke coming

out from AP or A/C power adapter, please disconnect
the AP and power source from utility power (make sure
it's safe before you’re doing this!), and call your dealer of
purchase for help.

-104-




@ PLANET

Networking & Communication User Manual of WNAP-C3220A

Appendix D: Glossary

> 802.11ac - 802.11ac is a wireless networking standard in the 802.11 family (which is marketed under the
brand name Wi-Fi), developed in the IEEE Standards Association process, providing high-throughput

wireless local area networks (WLANSs) on the 5 GHz band.

» 802.11n - 802.11n builds upon previous 802.11 standards by adding MIMO (multiple-input
multiple-output). MIMO uses multiple transmitter and receiver antennas to allow for increased data
throughput via spatial multiplexing and increased range by exploiting the spatial diversity, perhaps
through coding schemes like Alamouti coding. The Enhanced Wireless Consortium (EWC) [3] was
formed to help accelerate the IEEE 802.11n development process and promote a technology

specification for interoperability of next-generation wireless local area networking (WLAN) products.

> 802.11a - 802.11a was an amendment to the IEEE 802.11 wireless local network specifications that
defined requirements for an orthogonal frequency division multiplexing (OFDM) communication
system. It was originally designed to support wireless communication in the unlicensed national
information infrastructure (U-NII) bands (in the 56 GHz frequency range) as regulated in the United
States by the Code of Federal Regulations, Title 47, Section 15.407.

> 802.11b - The 802.11b standard specifies a wireless networking at 11 Mbps using direct-sequence
spread-spectrum (DSSS) technology and operating in the unlicensed radio spectrum at 2.4GHz, and
WEP encryption for security. 802.11b networks are also referred to as Wi-Fi networks.

> 802.11g - specification for wireless networking at 54 Mbps using direct-sequence spread-spectrum
(DSSS) technology, using OFDM modulation and operating in the unlicensed radio spectrum at
2.4GHz, and backward compatibility with IEEE 802.11b devices, and WEP encryption for security.

> DDNS (Dynamic Domain Name System) - The capability of assigning a fixed host and domain name to

a dynamic Internet IP Address.

> DHCP (Dynamic Host Configuration Protocol) - A protocol that automatically configure the TCP/IP

parameters for the all the PC(s) that are connected to a DHCP server.

> DMZ (Demilitarized Zone) - A Demilitarized Zone allows one local host to be exposed to the Internet

for a special-purpose service such as Internet gaming or videoconferencing.

> DNS (Domain Name System) - An Internet Service that translates the names of websites into IP

addresses.
> Domain Name - A descriptive name for an address or group of addresses on the Internet.

> DSL (Digital Subscriber Line) - A technology that allows data to be sent or received over existing

traditional phone lines.

> ISP (Internet Service Provider) - A company that provides access to the Internet.
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> MTU (Maximum Transmission Unit) - The size in bytes of the largest packet that can be transmitted.

>  NAT (Network Address Translation) - NAT technology translates IP addresses of a local area network

to a different IP address for the Internet.

> PPPoE (Point to Point Protocol over Ethernet) - PPPOE is a protocol for connecting remote hosts to

the Internet over an always-on connection by simulating a dial-up connection.

> SSID - A Service Set Identification is a thirty-two character (maximum) alphanumeric key identifying a
wireless local area network. For the wireless devices in a network to communicate with each other, all
devices must be configured with the same SSID. This is typically the configuration parameter for a
wireless PC card. It corresponds to the ESSID in the wireless Access Point and to the wireless network

name.

> WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 64-bit or 128-bit or 152-bit
shared key algorithm, as described in the IEEE 802.11 standard.

>  Wi-Fi - A trade name for the 802.11b wireless networking standard, given by the Wireless Ethernet
Compatibility Alliance (WECA, see http://www.wi-fi.net), an industry standards group promoting

interoperability among 802.11b devices.

> WLAN (Wireless Local Area Network) - A group of computers and associated devices communicate

with each other wirelessly, which network serving users are limited in a local area.
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EC Declaration of Conformity

English Hereby, PLANET Technology Corporation, Lietuviskai Siuo PLANET Technology Corporation,, skelbia,
declares that this 11n Wireless AP is in kad 11n Wireless AP tenkina visus svarbiausius
compliance with the essential requirements and 1999/5/EC direktyvos reikalavimus ir kitas svarbias
other relevant provisions of Directive 1999/5/EC. nuostatas.

Cesky Spole¢nost PLANET Technology Corporation, Magyar A gyarté PLANET Technology Corporation, kijelenti,
timto prohlasuje, ze tato 11n Wireless AP splfiuje hogy ez a 11n Wireless AP megfelel az 1999/5/EK
zakladni pozadavky a dalsi pfislusna ustanoveni iranyelv alapkodvetelményeinek és a kapcsolédo
smérnice 1999/5/EC. rendelkezéseknek.

Dansk PLANET Technology Corporation, erklaerer Malti Hawnhekk, PLANET Technology Corporation,
herved, at falgende udstyr 11n Wireless AP jiddikjara li dan 11n Wireless AP jikkonforma
overholder de vaesentlige krav og @vrige relevante mal-htigijiet essenzjali u ma provvedimenti ohrajn
krav i direktiv 1999/5/EF relevanti li hemm fid-Dirrettiva 1999/5/EC
Hiermit erklart PLANET Technology Corporation,

Deutsch dass sich dieses Gerat 11n Wireless AP in Nederlands Hierbij verklaart , PLANET Technology orporation,
Ubereinstimmung mit den grundlegenden dat 11n Wireless AP in overeenstemming is met de
Anforderungen und den anderen relevanten essentiéle eisen en de andere relevante bepalingen
Vorschriften der Richtlinie 1999/5/EG befindet". van richtlijn 1999/5/EG
(BMWi)

Eestikeeles Kéaesolevaga kinnitab PLANET Technology Polski Niniejszym firma PLANET Technology Corporation,
Corporation, et see 11n Wireless AP vastab oswiadcza, ze 11n Wireless AP spetnia wszystkie
Euroopa Ndukogu direktiivi 1999/5/EC istotne wymogi i klauzule zawarte w dokumencie
pShinduetele ja muudele olulistele tingimustele. LDirective 1999/5/EC”.

EAANnVIKG ME THN IMAPOYZA , PLANET Technology Portugués .

Corporation, AHAQNE/ OTI AYTO 11n Wireless f:':";‘vfélzzh:;'ggé g:r:f%?:;Iggﬁqd:scgau?;fo:ge
APZYMMOPOONETAI [TPOZ TIX OYZIOAEIX essenciais e outras disposi¢des da Directivg
AMAITHZEIS> KAl TIZ AOITIES 1999/5/CE

SXETIKEZ AIATAZEI> THX OAHIMAZ 1999/5/EK '

Espaiiol Por medio de la presente, PLANET Technology Slovensky
Corporation, declara que 11n Wireless AP Vyrobca PLANET Technology Corporation, tymto
cumple con los requisitos esenciales y deklaruje, Ze tato 11n Wireless AP je v sulade so
cualesquiera otras disposiciones aplicables o zakladnymi pozZiadavkami a dalSimi relevantnymi
exigibles de predpismi smernice 1999/5/EC.
la Directiva 1999/5/CE

Frangais Par la présente, PLANET Technology Slovensko
Corporation, déclare que les appareils du 11n PLANET Technology Corporation, s tem potrjuje,
Wireless AP sont conformes aux exigences da je ta 11n Wireless AP skladen/a z osnovnimi
essentielles et aux autres dispositions pertinentes zahtevami in ustreznimi dologili Direktive 1999/5/EC.
de la directive 1999/5/CE

ltaliano gon la pr(—_zsente_ ! PLANET Technology . Suomi PLANET Technology Corporation, vakuuttaa taten

orporation, dichiara che questo 11n Wireless M N ; . T
AP & conforme ai requisiti essenziali ed alle altre etta 11n ereles_s AP tyyp_pmen Ial_te o_n"dlrektuv!n
. A Al req e N 1999/5/EY oleellisten vaatimusten ja sitd koskevien
disposizioni pertinenti stabilite dalla direttiva M : . )
direktiivin muiden ehtojen mukainen.
1999/5/CE.
Latviski Svenska Harmed intygar, PLANET Technology Corporation,

Ar S0 PLANET Technology Corporation,
apliecina, ka 8T 11n Wireless AP atbilst
Direktivas 1999/5/EK pamatprasibam un citiem
atbilstoSiem noteikumiem.

att denna 11n Wireless AP stér i dverensstimmelse
med de vasentliga egenskapskrav och évriga
relevanta bestdmmelser som framgar av direktiv
1999/5/EG.
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